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Typographic and iconographic conventions

In this guide, to make it easier to understand and read the text the following typographic and
iconographic conventions are used:

* parameters and objects both of the device and the interface are colored in GREEN;
e alarms are colored in RED;
» states are colored in FUCSIA.

When scrolling through the text some icons can be found on the side of the page: they are expressly
designed to highlight the parts of the text which are of great interest and significance for the user.
Sometimes they are used to warn against dangers or potential sources of danger arising from the use of
the device. You are advised to follow strictly the instructions given in this guide in order to guarantee
the safety of the user and ensure the performance of the device. In this guide the following symbols are

used:

This icon, followed by the word WARNING, is meant to highlight the parts of the
text where information of great significance for the user can be found: user must
pay the greatest attention to them! Instructions must be followed strictly in order
to guarantee the safety of the user and a correct use of the device. Failure to heed
a warning or comply with instructions could lead to personal injury and/or damage
to the unit or other equipment.

This icon, followed by the word NOTE, is meant to highlight the parts of the text
where important notes needful for a correct and reliable use of the device can be
found. User must pay attention to them! Failure to comply with instructions could
cause the equipment to be set wrongly: hence a faulty and improper working of
the device could be the consequence.

This icon is meant to highlight the parts of the text where suggestions useful for
making it easier to set the device and optimize performance and reliability can be
found. Sometimes this symbol is followed by the word EXAMPLE when instructions
for setting parameters are accompanied by examples to clarify the explanation.




Preliminary information

This guide is designed to provide the most complete information the operator needs to correctly and
safely install and operate the following encoders equipped with EtherNet/IP interface:
XAC77-18-00-EP2-... (18 bit resolution singleturn encoder)

XAC77-16-14-EP2-... (16 +14 bit resolution multiturn encoder)

XAC77 encoders with EtherNet/IP interface support the complete package of EtherNet/IP functions and
attributes and comply with the latest ODVA specification. In more detail they are 22 hex type devices
and comply with “Device Profiles, Encoder Device Type 22 hex" specifications of the "CIP NETWORKS
LIBRARY". They are Class 1 Real Time Ethernet (RTE) devices according to IEC 61 784-2 for time-
critical and high-speed industrial automation applications and implement DLR Device Level Ring
protocol for continuous system operation even when a fault occurs.

XAC77 ATEX encoders are category 2 “high level of protection” devices with airtight, explosion- and
flameproof enclosure for use in Zones 1, 2, 21 and 22 and in the temperature class T6 (T85°C). For
complete information on ATEX certification please refer to the enclosed documentation.

To make it easier to read the text, this guide can be divided into some main sections.

In the first section (from chapter 1 to chapter 6) general information concerning the safety, the ATEX
documentation, the mechanical installation, and the electrical connection is provided.

In the second section (chapter 7) information on how to install and configure the encoder under the
Studio 5000 development environment as well as tips for setting up and running properly and efficiently
the unit are provided.

In the third section (chapter 8) both general and specific information is given on the EtherNet/IP
interface. In this section the interface features and the parameters implemented in the unit are fully

described.

In the fourth section (chapter 9) the Integrated Web Server is described.



Glossary of EtherNet/IP terms

EtherNet/IP, like many other networking systems, has a set of unique terminology. Table below contains a
few of the technical terms used in this guide to describe the Ethernet/IP interface. They are listed in
alphabetical order.

Adapter Devices such as drives, controllers, and computers usually
require an adapter to provide a communication interface
between them and a network such as EtherNet/IP. An adapter
reads data on the network and transmits it to the connected
device. It also reads data in the device and transmits it to the
network.

Adapter Class Device An Adapter Class product emulates functions provided by
traditional rack-adapter products. This type of node exchanges
real-time 1/0 data with a Scanner Class product. It does not
initiate connections on its own (see 1/0 Adapter).

Application 1/0 Trigger | The Application Trigger is one of three types of 1/O triggers
supported by CIP for the exchange of data on /0 connections.
It is very similar to the CoS trigger and not common.

Application Objects A reference to multiple Object Classes that implement
product-specific features.

Attribute Attributes are characteristics of an Object and/or an QObject
Class. They provide a description of an externally visible
characteristic or feature of an object. Typically, Attributes
provide status information or govern the operation of an
Object. For example: the ASCIl name of an object; and the
repetition rate of a cyclic object.
The Attribute part of an object specification is divided into two
sections:

¢ (lass attributes;

* Instance attributes.

Behavior The relationship between attribute values and services, i.e. a
specification of how an object acts. Actions results from
different events the object detects, such as receiving service
request, detecting internal faults or elapsing timers.

The Behavior of an Object indicates how it responds to
particular events. For example, a person can be abstractly
viewed as an Instance within the Class Human. Generally
speaking, all humans have the same set of attributes: age,
gender, etc., yet, because the values of each attribute vary,
each of us looks/behaves in a distinct fashion.

BOOTP (Bootstrap BOOTP lets the device configure itself dynamically at boot
Protocol) time if the network has a BOOTP server. The BOOTP server
assigns the device a pre-configured IP address, a subnet mask,
and a gateway address; therefore, you do not have to




configure these using the parameters in the device. BOOTP can
make it easier to administer an EtherNet/IP network.

Bridge A bridge refers to a network device that can route messages
from one Ethernet network to another.
Broadcast A broadcast transmission is a packet that all nodes on the

network receive.

Change of State 1/0
Trigger

Change of State (CoS) is one of three types of I/O triggers
supported by CIP for the exchange of data on Class 0 or 1 1/0
connections. CoS endpoints send their messages when a
change occurs. The data is also send at a background cyclic
interval if no change occurs to keep the connection from
timing out.

CIP (Common Industrial
Protocol)

CIP is the transport and application layer protocol used for
messaging over EtherNet/IP, ControlNet, and DeviceNet
networks. The protocol is used for implicit messaging (real
time 1/0) and explicit messaging (configuration, data
collection, and diagnostics).

Class

A class (of objects) is a set of objects that all represent the
same kind of system component. A class is a generalization of
an object. All objects in a class are identical in form and
behavior, but may contain different attribute values. A class
contains the objects that relate to a device, they are organized
in instances.
Ethernet/IP encoders from Lika supports the following classes:

* Identity Object (Class Code 01h);

* Message Router Object (Class Code 02h);

» Assembly Object (Class Code 04h);

» Connection Manager Object (Class Code 06h);

» Position Sensor Object (Class Code 23h);

* TCP/IP Interface Object (Class Code F5h);

» EtherNet Link Object (Class Code F6h);

» Device Level Ring (DLR) Object (Class Code 47h);

* Quality of Service (QoS) Object (Class Code 48h).

Class Attribute

A Class Attribute is an attribute whose scope is that of the
class as a whole, rather than any one particular instance.
Therefore, the list of Class Attributes is different than the list
of Instance Attributes. CIP defines the Instance ID value zero
(0) to designate the Class level versus a specific Instance
within the Class.

Class code

A hexadecimal identifier assigned to each CIP object.

Connected Messaging

A CIP connection is a relationship between two or more
application objects on different nodes. The connection
establishes a virtual circuit between end points for transfer of
data. Node resources are reserved in advance of data transfer
and are dedicated and always available. Connected messaging
reduces data handling of messages in the node. Connected
messages can be Implicit (I/0) or Explicit.




Connection
Establishment/Close

Connections are established Connection Originators using the
ForwardOpen service and closed by using the ForwardClose
service. Connection clean-up takes place when either
connection end point times out.

Connection Originator

The source node that makes a request to a Connection Target
for a connection. It can initiate either an /O connection or
explicit message connection using the ForwardOpen service.

Connection Target

Destination for 1/0 or explicit message connection requests.
Responds to a connection request with a ForwardOpen service
response.

Client

Within a client/server model, the client is the device that sends
a request to a server. The client expects a response from the
server.

Communication Objects

A reference to the Object Classes that manage and provide the
run-time exchange of implicit (I/0) and explicit messages.

Consumer Within the producer/consumer model, the consumer is one of
potentially several consuming devices that picks up a message
placed on the network by a producing device.

Controller A controller, also called programmable logic controller, is a

solid-state control system that has a user-programmable
memory for storage of instructions to implement specific
functions such as 1/0 control, logic, timing, counting, report
generation, communication, arithmetic, and data file
manipulation. A controller consists of a central processor,
input/output interface, and memory.

Cyclic 1/0 Trigger

Cyclic is one of three types of 1/0 triggers supported by CIP for
the exchange of data on Class 0 or 1 |/0O connections.
Endpoints send their messages at pre-determined cyclic time
intervals.

Data Rate

The data rate is the speed at which data is transferred on the
EtherNet/IP network. You can set the device to a data rate of
10 Mbps Full-Duplex, 10 Mbps Half-Duplex, 100 Mbps Full-
Duplex, or 100 Mbps Half-Duplex. If another device on the
network sets or auto-negotiates the data rate, you can set the
device to automatically detect the data rate.

DSI (Drive Serial
Interface)

DSl stands for Drive Serial Interface, it is based on the ModBus
RTU serial communication protocol.

DSI Peripheral

A device that provides an interface between DSI and a
network or user.

DSI Product A device that uses the DSI communications interface to
communicate with one or more peripheral devices. For
example, a motor drive is a DSI product.

Duplex Duplex describes the mode of communication. Full-duplex

communications let a device exchange data in both directions
at the same time. Half-duplex communications let a device
exchange data only in one direction at a time. The duplex used




by the adapter depends on the type of duplex that other
network devices, such as switches, support.

EDS (Electronic Data
Sheet) Files

EDS files are simple text files that are used by network
configuration tools for EtherNet/IP to describe products so
that you can easily commission them on a network. EDS files
describe a product device type, revision, and configurable
parameters. EDS files can be downloaded from Lika web site.

EDS File

An Electronic Data Sheet (EDS) is an ASCIl text file that
describes the features of an EtherNet/IP device and is used by
software tools for device and network connection
configuration.

EEPROM

EEPROM is the permanent memory of a device. Devices such
as the encoder store parameters and other information in
EEPROM so that they are not lost when the device loses
power. EEPROM is sometimes called "NVS (Non-Volatile
Storage)".

Encapsulation Protocol

Defines the communication relationship between two nodes
known as an Encapsulation Session. The Encapsulation
Protocol uses TCP/UDP Port 44818 for several Encapsulation
Commands and for CIP Explicit Messaging. An example
encapsulation command is the List_ldentity Command that
performs a "network who". An Encapsulation Session must be
established before any CIP communications can take place.
Data format for the Encapsulation Protocol is Little-Endian.

EtherNet/IP Network

Ethernet/IP (Industrial Protocol) is an open producer-
consumer communication network based on the Ethernet
standard (IEEE 802.3), TCP/IP, UDP/IP, and CIP. Designed for
industrial communications, both 1/0 and explicit messages can
be transmitted over the network. Each device is assigned a
unique [P address and transmits data on the network. The
number of devices that an EtherNet/IP network can support
depends on the class of IP address. For example, a network
with a Class C IP address can have 254 nodes.

General information about EtherNet/IP and the EtherNet/IP
specification are maintained by the Open DeviceNet Vendor's
Association (ODVA). ODVA is online at http://www.odva.org.

Exclusive Owner
Connection

This is one of three types of Implicit (I/0) Connections. It is a
Class 0 or 1 bidirectional connection to an Output connection
point (typically an Assembly Object), where the data of this
assembly can only be controlled by one Scanner. There may be
a connection to an input assembly; this data is being sent to
the scanner. If the input data length is zero, then this
direction becomes a Heartbeat connection.

Explicit Message Client

An explicit message client initiates request/response oriented
communications with other devices. Examples of explicit
message clients are HMI devices, programming tools, or PC or
Linux based applications that gather data from control
devices.
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Explicit Message Server

An explicit message server responds to request/response
oriented communications initiated by explicit message clients.
An example of an explicit message server is a bar code reader.

Explicit Messaging

Explicit Messages are used to transfer data that does not
require continuous updates. They are typically used to
configure, monitor, and diagnose a device over the network.

Explicit Messages can be sent as a connected or unconnected
message. CIP defines an Explicit Messaging protocol that
states the meaning of the message. This messaging protocol is
contained in the message data. Explicit Messaging provide the
means by which typical request/response oriented functions
are performed (e.g., module configuration). These messages
are typically point-to-point. Message rates and latency
requirements are typically not as demanding as I/0 messaging.

ForwardOpen Service
Request

The ForwardOpen Service Request is sent by the Connection
Originator and received by the Connection Target to open and
establish explicit and 1/0 connections. The ForwardOpen
Service request and associated response contains all of the
connection parameters, including transport class, production
trigger, timing information, electronic key and connection IDs.

Gateway

A gateway is a device on a network that connects an
individual network to a system of networks. When a node
needs to communicate with a node on another network, a
gateway transfers the data between the two networks.

Hardware Address

Each Ethernet device has a unique hardware address
(sometimes called a MAC address) that is 48 bits. The address
appears as six digits separated by colons (for example,
xxaxxaxxaxx:xx:xx). Each digit has a value between 0 and 255
(0x00 and OxFF). This address is assigned in the hardware and
cannot be changed. It is required to identify the device if you
are using a BOOTP utility.

I/0 Adapter

An 1/0 Adapter receives implicit communications requests
from an 1/0 Scanner then produces and consumes its |/O data,
typically at the requested cyclic rate. An 1/0 Adapter can be a
simple digital input device, or something more complex such
as a modular pneumatic valve system.

1/0 Client

Function that uses the 1/0 messaging services of another (/O
Server) device to perform a task. Initiates a request for an 1/O
message to the server module. The 1/0 Client is a Connection
Originator of Implicit Message connections

I/0 Data

/0  data, sometimes called “implicit messages" or
"input/output,” transmit time-critical data. The terms "input”
and “output” are defined from the controller's point of view.
Output is transmitted by the controller and consumed by the
device. Input is transmitted by the device and consumed by
the controller.

I/0 Messaging

Used interchangeably with the term Implicit Messaging.




I/O Scanner

An 1/0 scanner initiates implicit connections with 1/0 adapter
devices, i.e., it is an /O Client. A scanner is typically the most
complex type of EtherNet/IP device, as it must deal with issues
such as configuration of which connections to make, and how
to configure the adapter device. Scanners also typically
support initiating explicit messages, i.e., it is also an Explicit
Message Client. A programmable controller is an example of
an 1/0 scanner (used interchangeably with Scanner Class).

1/0 Server

Function that provides 1/0 messaging services to another (I/0
Client) device. Responds to a request from the 1/0 Client for an
I/0 connection. An 1/O Server is the target of the implicit
message connection request.

Implicit Messaging

Implicit Messages are exchanged across 1/0 Connections with
an associated Connection ID. The Connection ID defines the
meaning of the data and establishes the reqular/repeated
transport rate and the transport class. No messaging protocol
is contained within the message data as with Explicit
Messaging. Implicit Messages can be point to point (unicast)
or multicast and are used to transmit application specific 1/0
data. This term is used interchangeably with the term 1/0
Messaging. Implicit Messaging on EtherNet/IP uses UDP/IP
frames on port 2222. They are typically Class 0 or 1 and of the
type Exclusive Owner, Input Only and Listen Only.

Input Only Connection

This is one of three types of Implicit (I/0) Connections. It is a
Class 0 or 1 Connection to an Input connection point (typically
an assembly object). The scanner receives input data from the
target device and produces a Heartbeat to the target device.
There is no Output data.

Instance

An object instance is the actual representation of a particular
object within a class, i.e. it is a specific and real (physical)
occurrence of an object. For example: New Zealand is an
instance of the object class Country. Each instance of a class
has the same attributes, but also has its own particular set of
attribute values. The terms Object, Instance, and Object
Instance all refer to a specific Instance.

Instance Attribute

An Instance Attribute is an attribute whose value is unique to
an object instance and whose definition is shared by all
instances of an object. Each instance need only support the
optional attributes that apply to it. If an instance does not
support an optional attribute, the Attribute Not Supported
(General Status code 0x14) error shall be returned for services
targeting that attribute.

IP Address

A unique IP address identifies each node on an EtherNet/IP
network. An IP address consists of 32 bits that are divided into
four segments of one byte each. It appears as four decimal
integers separated by periods (xxx.xxx.xxx.xxx). Each "xxx" can
have a decimal value from O to 255. For example, an IP
address could be 192.168.0.1. An IP address has two parts: a
network ID and a host ID. The class of network determines the




format of the address.

01 7 15 23 31
Class A ‘O ‘Network D Host ID

01 7 15 23 31
Class B \1 ‘O‘Networle Host ID

012 7 15 23 31

Class C |1 1] 0| Network 1D Host ID

The number of devices on your EtherNet/IP network will vary
depending on the number of bytes that are used for the
network address. In many cases you are given a network with
a Class C address, in which the first three bytes contain the
network address (subnet mask = 255.255.255.0). This leaves 8
bits or 256 addresses on your network. Because two addresses
are reserved for special uses (0 is an address for the network
usually used by the router, and 255 is an address for broadcast
messages to all network devices), you have 254 addresses to
use on a Class C address block. You must ensure that each
device on the Internet has a unique address. You can then set
the unique IP address for the device by using a BOOTP server
or by manually configuring parameters in the device. The
device reads the values of these parameters only at power-up.

Listen Only Connection

This is one of three types of Implicit Connections. It is a Class 0
or 1 Connection to an Input connection point (typically an
assembly object). The scanner receives input data from the
target device and produces a Heartbeat to the target device.
There is no Output data. A Listen Only Connection can only be
attached to an existing Exclusive Owner or Input Only
Connection. If this underlying connection closes, then the
Listen Only connection will also be closed or timed out.

Master

EtherNet/IP does not use Master/Slave technology or
terminology.

Message Client

Function that uses the Explicit messaging services of another
(Message Server) device to perform a task. Initiates an Explicit
Message request to the server device.

Message Server

Function that provides Explicit Messaging services to another
(Message Client) device. Responds to an Explicit Message
request from the Message Client.

Multicast Multicast is the single transmission of an I/O data packet that
may be consumed by multiple devices using multicast IP and
Ethernet destination addresses. See Producer/Consumer
Communications Model.

Object A CIP node is modeled as a collection of Objects. An Object

provides an abstract representation of a particular component
within a product. The realization of this abstract object model




within a product is implementation dependent. In other
words, a product internally maps this object model in a
fashion specific to its implementation.

Ping

A ping is a message that is sent by a DSI product to its
peripheral devices. They use the ping to gather data about the
product, including whether it can receive messages and
whether they can log in for control.

Point to Point (Unicast)

Point to Point or Unicast is the transmission of data to a single
device.

Producer Within the producer/consumer model, the producing device
places a message on the network for consumption by one or
several consumers. Generally, the produced message is not
directed to a specific consumer.

Producer/Consumer For 1/0  Connections, CIP  supports object-oriented

Communications Model

Producer/Consumer communication. Connection identifiers
embedded into each message are used by devices to
determine which messages they should “consume” from other
devices that “produce” messages. This enables efficient use of
network bandwidth by transmitting information only once.
Less bandwidth equates to greater efficiency and overall
speed. EtherNet/IP uses IP multicast and Ethernet multicast
destination addressing to implement this capability.

Requested Packet
Interval (RPI)

EtherNet/IP devices typically produce or consume data based
upon a Requested Packet Interval (RPI) value. Producer devices
send data packets at a predetermined time interval based on
the RPI, whereas consumer devices will listen for a packet of
data at a given RPI.

Scanner Class

A Scanner Class product exchanges real-time 1/0 data with
Adapter Class and Scanner Class products. This type of node
can respond to connection requests and can also initiate
connections to target devices (see I/0 Scanner).

Server Within a client/server model, the server is the device that
receives a request from a client. The server is expected to give
a response to the client.

Service A list of the common services defined for the object. A

(common service)

function supported by an object and/or object class.

Service
(object-specific service)

The full specifications of any services unique to the object.

Service code

Service codes are used to define the action that is requested
to take place when an object or parts of an object are
addressed through explicit messages. They are used to access
classes or the attributes of a class or to generate specific
events.

Slave

EtherNet/IP  does
terminology.

not use Master/Slave technology or

Subnet Mask

A subnet mask is an extension to the IP addressing scheme




that lets you use a single network ID for multiple physical
networks. A bit mask identifies the part of the address that
specifies the network and the part of the address that
specifies the unique node on the network. A "1" in the subnet
mask indicates the bit is used to specify the network. A 0" in
the subnet mask indicates that the bit is used to specify the
node. For example, a subnet mask on a Class C address may
appear as follows: 11111111 11111111 11111111 11000000
(255.255.255.192). This mask indicates that 26 bits are used to
identify the network and 6 bits are used to identify devices on
each network. Instead of a single physical Class C network
with 254 devices, this subnet mask divides it into four
networks with up to 62 devices each.

Switches

Switches are network devices that provide virtual connections
that help to control collisions and reduce traffic on the
network. They are able to reduce network congestion by
transmitting packets to an individual port only if they are
destined for the connected device. In a control application, in
which real time data access is critical, network switches may
be required in place of hubs.

TCP (Transmission
Control Protocol)

EtherNet/IP uses this protocol to transfer Explicit Messaging
packets using IP. TCP guarantees delivery of data through the
use of retries.

Transport Classes

CIP  defines several Transport Classes for messaging
connections. Within EtherNet/IP, 1/0 data sent on Class 1
connections is pre-pended with a 16-bit sequence count,
while data on Class 0 connections is not. Class 3 connections
are used for Explicit Messaging Connections.

UDP (User Datagram
Protocol)

EtherNet/IP uses this protocol to transfer I/0 packets using IP.
UDP provides a simple, but fast capability to send 1/0
messaging packets between devices. This protocol ensures that
devices transmit the most recent data because it does not use
acknowledgments or retries.

Unconnected Messaging

Provides a means for a node to send message requests
without establishing a CIP connection prior to data transfer.
More overhead is contained within each message and the
message is not guaranteed destination node resources.
Unconnected Messaging is used for non-periodic requests
(e.g., network "Who" function). Applies to explicit messages
only.

Unicast (Point to Point)

Unicast or Point to Point is a connection for the transmission
of data to a single device.




List of abbreviations

Table below contains a list of abbreviations (in alphabetical order) which may be used in this guide to
describe the EtherNet/IP interface.

API Actual Packet Interval

ASCII American Standard Code for Information Interchange

ASN.1 Abstract Syntax Notation

CIP The Common Industrial Protocol defined in this volume of the

CIP Networks Library. CIP includes both connected and
unconnected messaging.

CID Connection Identifier

DLL Data Link Layer

EPR Expected Packet Rate

ISO International Standards Organization

MAC ID Media Access Control Identifier

PDU Protocol Data Unit

ODVA ODVA, Inc.

O=T Originator to Target (used to describe packets that are sent
from the originator to the target)

oSl Open Systems Interconnection (see ISO 7498)

RPI Requested Packet Interval

SDU Service Data Unit

SEM State Event Matrix

SEMI Semiconductor Equipment Materials International

STD State Transition Diagram, used to describe object behaviour

Tw 0 Target to Originator (used to describe packets that are sent

from the target to the originator)

UCMM Unconnected Message Manager




References

[1] THE CIP NETWORKS LIBRARY, Volume 1, Common Industrial Protocol (CIP™), Edition 3.22, April
2017
[2] THE CIP NETWORKS LIBRARY, Volume 2, EtherNet/IP Adaptation of CIP, Edition 1.23, April 2017
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1 Safety summary

1.1 Safety

Always adhere to the professional safety and accident prevention regulations
applicable to your country during device installation and operation;
installation and maintenance operations have to be carried out by qualified
personnel only, with power supply disconnected and stationary mechanical
parts;

device must be used only for the purpose appropriate to its design: use for
purposes other than those for which it has been designed could result in
serious personal and/or the environment damage;

high current, voltage and moving mechanical parts can cause serious or fatal
injury;

failure to comply with these precautions or with specific warnings elsewhere
in this manual violates safety standards of design, manufacture, and
intended use of the equipment;

Lika Electronic assumes no liability for the customer's failure to comply with
these requirements.

1.2 Electrical safety

Turn off the power supply before connecting the device;

connect according to the explanation in the "6 -Electrical connections”
section on page 41;

in classified areas the electrical connection of the device must be carried out
in compliance with the methods indicated in the directive EN IEC 60079-
0:2018-07 and according to EN 60079-14;

in compliance with the 2014/30/EU norm on electromagnetic
compatibility, following precautions must be taken:

- before handling and installing, discharge electrical charge from ‘m
your body and tools which may come in touch with the device;

- power supply must be stabilized without noise, install EMC filters on device
power supply if needed;

- always use shielded cables (twisted pair cables whenever possible);

- avoid cables runs longer than necessary;

- avoid running the signal cable near high voltage power cables;

- mount the device as far as possible from any capacitive or inductive noise
source, shield the device from noise source if needed;

- to guarantee a correct working of the device, avoid using strong magnets on
or near by the unit;

—minimize noise by connecting the shield andfor the connector housing
and/or the frame to ground. Provide the ground connection as close as
possible to the encoder. We suggest using the connection point provided in
the encoder's enclosure (see the Figure on page 38) to connect the unit to
ground. Fix the ground cable to the connection point by means of a ring
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crimp terminal and a M4 bolt. The connection point to ground might be
provided also on the installation side by connecting the cable shield to the
earth point. It is user's duty to find the best solution to minimize the
interference. Please make sure that ground is not affected by noise.

1.3 Mechanical safety

e |Install the device following strictly the information in the "5 -Mounting
instructions” section on page 38;

e mechanical installation has to be carried out with stationary mechanical
parts;

e do not disassemble the encoder;

e do not tool the encoder or its shaft;

e delicate electronic equipment: handle with care; do not subject the device
and the shaft to knocks or shocks;

e respect the environmental characteristics declared by manufacturer

e unit with hollow shaft: the encoder can be mounted directly on a shaft
whose diameter has to respect the technical characteristics specified in the
purchase order and clamped by means of the collar and, when requested, the
anti-rotation pin.

1.4 Operational safety

e The described product is category 2 certified and is designed for use in
potentially explosive zones 1 and 2 (according to EN60079-15) and 21-22
(according to EN60079-31). It is suitable for a safe use and a high level of
protection in areas in which explosive atmospheres caused by mixture of
gases and vapours (zones 1 and 2) or of air and dust (zones 21 and 22) are
likely to occur. It complies with the constructional safety requirements of the
temperature class T6 (+85°C [ +185°F). It is not to be used in Zone O;

e the manufacturer's specifications (temperature, speed, ...) must under no
circumstances be exceeded;

e use the product according to the indicated degree of IP protection;

e the maximum permissible environmental temperature is -20°C to +40°C |
-4°F to +104°F (at continuous rotational speed of max. 6000 rpm).
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2 ldentification

Device can be identified through the order code, the serial number and the
MAC address printed on the label applied to its body. Information is listed in
the delivery document too. Please always quote the order code, the serial
number, and the MAC address when reaching Lika Electronic for purchasing
spare parts or needing assistance. For any information on the technical
characteristics of the product refer to the technical catalog.

Warning: encoders having order code ending with "/Sxxx" may
have mechanical and electrical characteristics different from
standard and be supplied with additional documentation for special
connections (Technical info).
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3 ATEX certificate

CERTIFICATE

&5 Elettrotecnico 1] EC-TYPE EXAMINATION CERTIFICATE
Sperimentale Italiano

Giacinto Motta SpA

ViaR. Rubattino 54 [2] Equipment or Protective System intended for use
%2,’53,.":","53”8 6;'»?1"25,1 in potentially explosive atmospheres

o o0 Directive 94/9/EC

Capitale sociale 8 550 000 €
interamente versato

Codice fiscale e numero
iscrizione CCIAA 00793580150

[3] EC-Type Examination Certificate number:

Registro Imprese di Milano CESI 08 ATEX 013
Sezione Ordinaria
N.R.EA, 429222 i ’
P.1.IT00793580150 [4]  Equipment: Incremental Encoder series XC77 and
Absolute Encoder series XAC77
[S] Manufacturer: Lika Electronic s.n.c.
[6] Address: Via S. Lorenzo 25, 36010 Carré (Vi) - Italy

[7)  This equipment or protective system and any acceptable variation thereto is specified in the
schedule to this certificate and the documents therein referred to.

[8]  CESI, notified body n. 0722 in accordance with Article 9 of the Council Directive 94/9/EC of
23 March 1994, certifies that this equipment or protective system has been found to comply
with the Essential Health and Safety Requirements relating to the design and construction of
equipment and protective systems intended for use in potentially explosive atmospheres given
in Annex II to the Directive.

The examination and test results are recorded in confidential report n. A8008369

[9] Compliance with the Essential Health and Safety Requirements has been assured by
compliance with:

EN 60079-0 :2004 EN 60079-1:2007 EN 61241-0 :2006 EN 61241-1 :2004

[10] If the sign "X" is placed after the certificate number, it indicates that the equipment or
protective system is subject to special conditions for safe use specified in the schedule to this
certificate.

[11] This EC-TYPE EXAMINATION CERTIFICATE relates only to the design, examination and
tests of the specified equipment or protective system in accordance to the Directive 94/9/EC.
Further requirements of the Directive apply to the manufacturing process and supply of this
equipment or protective system. These are not covered by this certificate.

[12] The marking of the equipment or protective system shall include the following:

€ II2GD Exd IICT6, ExtD A21 IP65 T 85°C
This certificate may only be reproduced in its entirety and without any change, schedule included.

Date 28.04.2008 - Translation issued the 28.04.2008

Schema di certificazione

CESI-ATE X

Prepared Verified Approved
Gaetano Baldini Mirko Balaz Fiorenzo Bregani
/7 -
/%/0/4 5 LN ‘IMW\ LK/ |

Il GESI & stato aulorizzalo CES G SpA.
dal governo italianoad Energy Division
opsare sk oo g Certicotion Tecpca Depermesi”
& sistemi destinati a essere The Manager

utilizzati in atmosfera
potenziaimente esplosiva Page 1/3
D.M. 1/3/ M.

con D.M. 1/3/1983, D.M. /

19/6/1990, D.M. 20/7/1998, 0/ Al
D-M. 27/9/2000'e D.M. 7L

02/02/2006 2

ATEXEC-02-1
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CESl

[3] Schedule

[14] EC-TYPE EXAMINATION CERTIFICATE n. CESI 08 ATEX 013

[15] Description of equipment
The encoder is a rotating transducer that converts an angular position of the shaft into a digital electric signal. This
electro-mechanical equipment is able to detect angular displacements and to estimatc rotating speeds and
accelerations by dedicated electronic and/or mechanical interfaces. The translation from mechanical motion to
digital signal is obtained by photo-electric reading from an infrared led joined to a light beam collimator: emitted
light hits a glass disk supplied by dark and transparent marks; escaped light rays are then gathered by a
phototransistor set. The obtained signal are digitalized by a comparator device.
XC77 Incremental Encoder
Position is determined by counting pulses relative to the zero track.
XAC77 Absolute Encoder
Position is evaluated by reading output code, that is unique for every shaft position. Such devices keep then
effective position data in the case of power fail and they not need the zero mark search when restart is carried out,
as incremental encoder has to search.
Bulk and flange of both the encoders are made of anticorodal (EN AW-6082 aluminium alloy), while shaft and
ring nut are made of 1.4305 stainless steel. The flange is screwed to the bulk.
The identification mark of the encoders is detailed in the descriptive documents here enclosed.

Electrical and mechanical characteristics
XC77 Encoder

Supply voltage:

No load maximum current:

5Vde, 5Vde-30Vde, 10 Vde-30 Vde
70 mA

Maximum output current for every channel
Output:

XACT77 Encoder

Supply voltage:

No load max current:

Max output current for every channel
Output/Code

Max rotation speed:
Electrical protection:
Max shaft load:

Degree of protection:
Temperature class:

Max surface temperature:
Ambient temperature:

Cables entries

40 mA
NPN, Push-Pull, Line Driver, PP/LD

10Vdc - 30 Vdc

150 mA

40 mA

NPN, Push-Pull, SSI/ Binario, Gray

6000 rpm

Polarity inversion and short circuit.
60 N (axial and radial)

1P65 (EN 60529:1997)

T6

T85°C

20°C<Ta<+40°C

The accessories used for cable entries and for unused holes shall be subject of separate certification: in the unit of
category 11 2GD shall be certified according to the Standards: EN 60079-0, EN 60079-1 and EN 61241-1 and shall
guarantee a degree of protection IP65 according to EN 60529 Standard.

This certificate may only be reproduced in its entirety and without any change, schedule included.

Prot. AB008876 P.3+26

Page 2/3
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CESI

[13]

paragraph 24 of the EN 61241-0 Standards.
equipments have passed the overpressure test carried out by the static method using four times the reference

Schedule

[14] EC-TYPE EXAMINATION CERTIFICATE n. CESI 08 ATEX 013

[16] Reportn. A8008369

Routine tests
Manufacturer shall carry out the routine tests and checkouts prescribed at paragraph 27 of the EN 60079-0 and at
Manufacturer is not charged of overpressure test because the

pressure (28 bar).

Descriptive documents (prot. A8008877)

Encoder Technical File series XC77 - XAC77

2 sheets

Absolute Encoder series XAC77 — ROTACOD Description 2 sheets

LKM 1362 XA77 Bulk — Radial
LKM 1367 XA77 Bulk — Axial

rev.3 | sheet
rev.3 I sheet

Incremental Encoder XC77 — ROTAPLUS Description 2 sheets

LKM 1368 XC77 Bulk

rev.3 1 sheet

Sez. 4300 XC77 + XAC77 (radial and axial cable ) Hollow shaft ®14

LKM 1363 XC77 and XAC77 Empty Axis
LKM 1361 XC77 e XAC77 Flange
LKM 1481 XC77 ¢ XAC77 Ring nut

rev.3 3 sheets
rev.3 | sheet
rev.3 | sheet
rev.1 1 sheet

LKM 1364 XC77 e XAC77 Blocked Axis Ring nut rev.2 1 sheet
Technical data sheet FKM 1 sheet
Technical data sheet FKM 75.16-01 O-ring 2 sheets
LKM 1551 XC77-XAC77 Plate rev.3 I sheet
Technical data sheet metalized polyester label (Brady) 3 sheets
XC77 e XAC77 Safety Instructions 2 sheets
CE Conformity Declaration N.4 1 sheet

One copy of all documents is kept in CESI files.

[17]  Special conditions for safe use
None.

[18] Essential Health and Safety Requirements
Guaranteed by the compliance to the mentioned Standards.

19/03/2008

26/07/2007
26/07/2007

25/07/2007

26/07/2007
26/07/2007
25/07/2007
14/02/2006
14/02/2006
19/05/2006
25/10/2005
28/04/2008

19/03/2008
19/03/2008

This certificate may only be reproduced in its entirety and without any change, schedule included.
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AlSmEs
o EXTENSION n. 01/15
IEH |
= to Type Examination Certificate CESI 08 ATEX 013
FGH
Equipment: Incremental encoder series XC77 and absolute encoder series XAC77
Manufacturer: Lika Electronic Srl
Address: Via San Lorenzo, 25
36010 Carre (VI)
Italy

Admitted variation

» Changing of the company hame:
}from: | Lika Electronic Snc . | Lika Electronic Srl

il

»  Updating 1o the following reference standards:
EN 60079-0: 2012+A11:2013,
EN 60079-1: 2007,
EN 60079-31: 2009.
»  Addition of the possibility to mark for gas group 11B.
¥  Constructive changes:
Addition of the possibility of using stainless steel enclosures,
Addition of the possibility of having absolute encoders with reduced length enclosures,
Addition of external mounting kits and other small changes not influencing the type of protection.
¥ Updating of the ATEX marking on the plate:
112G ExdIIC T6 Gb
& 1
112G ExdIIB T6 Gb

112D Ex tb ITIC T85°C Db

This extension and annexed descriptive documents must be annexed to the Type Examination Certificate CESI 08
ATEX 013.

This document may only be reproduced in its entirety and without any change.

Date 1/04/2015 - translation issued on 1% April 2015

Prepared Verified proved
Ti;/iano COLA Mirko BALAZ ol CIN
HDb 0.
P
i | C SI SpA.

‘//
4 Testing & Certification Division
Page 1/3

CESI S.p.A.

3 Via Rubattino 54 Capitale sociale € 8.550.000 interamente versato

% 1-20134 Milano - Italy C.F. e numero iscrizione Reg. Imprese di Milano 00793580150

4 Tel: +39.0221251 P.1. 1100793580150

7 Fax: +39 02 21255440 N.R.E.A. 429222

- e-mail: info@cesi it
www.cesiit
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CESI

EXTENSION n. 01/15

to Type Examination Certificate CESI 08 ATEX 013

Description of equipment

With this extension it is added the possibility of making the enclosure in stainless steel besides aluminium which was
foreseen in the original certificate. The apparatus, without any constructive variation, can be marked 1B in order to
simplify the selection of the cable gland. It is also added the possibility, as shown in the annexed documents, of making
the enclosures of the absolute encoders a little shorter than in the original certificate.

The possibility, added with this extension, of supplying together with the encoder two mounting Kits, does not affect the
adopted type of protection.

The equipment mounting stainless steel enclosures are identified by a code (“S613) which is appended at the end of the
apparatus encoding;

XC77 dddd Incremental encoder having an aluminium enclosure
XC77 dddd 1S613 Incremental encoder having a stainless steel enclosure
XACTT dddd Absolute encoder having an aluminium enclosure

XACT7 dddd /S613  Absolute encoder having a stainless steel enclosure

The fields identified by the characters “dddd” locate the part of the code containing information useful for the type of
application but irrelevant for the protection of the apparatus.
Electrical characteristics

Electrical data are unchanged respect to the original certificate. According to the new reference standards the marking
to be put on the plate has been modified:

ATEX marking: 112GD
Marking for the gas protection: Ex d IIC T6 Gb or ExdIIB T6 Gb
Marking for the combustible dusts: Ex tb I1IC T85°C Db

Cable entries

Accessories used for the cables entry shall be subject of independent certification according to the standard EN 60079-
0, EN 60079-1 and EN 60079-31 and guarantee a minimum protection level IP65 according to the standard EN 60529.
For the selection of the cable gland follow the prescription of the standard EN 60079-14 and keep into account the
marking of the encoder (gas group IIB or IIC).

Warning labels

None.

Report n. EX-B5006802
Routine tests

The manufacturer is exempted from carrying out the routine overpressure tests on the enclosures as they have overcome
the type tests carried out with the static method at 28 bar, equal to 4 times the reference pressure.

This document may only be reproduced in its entirety and without any change.

page 2/3
Prot. B5006806 P:3+30
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CESI

EXTENSION n. 01/15

to Type Examination Certificate CESI 08 ATEX 013

Descriptive documents (prot. EX-B5006808)

Technical note encoder series XC77-XAC77 (2 pages) dated
Safety instructions encoder series XC77-XAC77 (2 pages) dated
Drawing n. KIT LKM1520 rev. A (mounting kit 1: flange) dated
Drawing n. KIT LKM-1758 rev. A (mounting kit 2: shaft) dated
Drawing n. LKM_ 001363 rev. A dated
Drawing n. LKM_001363_MO rev. A dated
Drawing plate n. LKM 1551 rev. 5 dated
Drawing n. SEZ 4300 rev. A (3 pages) dated
Drawing n. PF_4300 rev. A dated
Drawingn. PF_4301 rev. A dated
Drawing n. PF_4302 rev. A dated

Data sheet ROTACOD absolute encoder XAC77 (3 pages)
Data sheet ROTAPULS incremental encoder XC77 (2 pages)
Data sheets shaft sealing ring (9 pages)

Facsimile EC declaration of conformity

One copy of all the descriptive documents mentioned above is kept in CESI files.
Special conditions for safe use
None.
Essential Health and Safety Requirements
Essential health and safety requirements are covered by compliance to the following standards:
> EN 60079-0: 2012 + A11: 2013 Explosive atmospheres
Part 0: Equipment - General requirements;
> EN60079-1:2007 Explosive atmospheres
Part 1: Equipment protection by flameproof enclosures "d";

» EN60079-31:2009 Explosive atmospheres
Part 31: Equipment dust ignition protection by enclosure “t”.

This document may only be reproduced in its entirety and without any change.

2015/03/30
2015/03/30
2014/12/15
2014/12/15
2014/12/01
2014/12/02
2015/03/30
2014/03/03
2014/12/10
2014/12/10
2014/12/10
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CESI NOTIFICATION ¢»

RIS, . 7 gy PRODUCT QUALITY ASSURANCE
LN NOTIFICATION

[2] Equipment or Protective System or Component intended for use
inp ially explosive ph
Directive 2014/34/EU

¢

€S

CESIS.pA
Via Rubattino 54 31
1-20134 Milano - Italy
Tel: +39 0221251
fo +30/08 21220480, CESI 16 ATEX 005 Q
e-mail: info@cesi.it
www.cesi.it

Notification number:

[4] Equipment or component type: ~ Shaft encoders

Protection concepts: Flameproof enclosures "d"
Dust ignition protection by enclosure "t"

\/I [5]1 Applicant: LIKA Electronic s.r.l.

via San Lorenzo n° 25

\ 36010 Carre - VI
[6] Manufacturer: LIKA Electronic s.r.1.

via San Lorenzo n° 25
| | 36010 Carré - VI

[71 CESI, notified body n. 0722 in accordance with Articles 19 and 21 of the Directive
2014/34/EU of the European Parliament and of the Council of the 26 March 2014, notifies to
the applicant that the actual manufacturer has a product quality system which complies to

| Annex VII of the Directive.
/I {8] This notification is based on the audit report n. EX-B9002583 issued the 6/02/2019.
This notification can be withd if the manufz no longer satisfies the requirement of
\ Annex VIL.
Results of periodical re-assessment of the quality system are a part of this notification.

[9]1 This notification is valid until 17/02/2022 and can be withdrawn if the Manufacturer does not
satisfy the product quality assurance re-assessment.

[10] According to Article 16 [3] of the Directive 2014/34/EU the CE marking shall be followed by
the identification n. 0722 identifying the notified body involved in the production control
stage.

This notification may only be reproduced in its entirety and without any change.

Date of first issue Current issue
17th February 2016 17th February 2019
Translation issued on 17th February 2019

Prepared Verified Approved
Sergio G. Giugno Mirko Balaz Roberto Piccin

g /s

Schema di certificazione

1
w%:ga S.p.A.

g
; Testing & C stion Division
é Page 1/1 Businey a Certification
8 8 " Rm}'vuaﬂ bile

S of EA, IAF and ILAC /
E o aaiion Amvaenreats

/ \ /
‘Rolferto Hiccinj
Prot. B9002587 P:1 Issue:1 (R:1) /¢ / ? { )

7 il
Lay/l
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4 Safety instructions

lika

Smart encoders & actuators

SAFETY INSTRUCTIONS encoders series XC77-XAC77

1) Marking:
@ 112 GD, Ex d 1IC T6 Gb, Ex tb IlIC T 85°C Db, IP65

or

@ 112 GD, Ex d 1B T6 Gb, Ex tb IlIC T 85°C Db, IP65

Nr. of certificate: CESI 08 ATEX 013

Explosion-proof encoder manufactured in compliance with the following regulations:
EN IEC 60079-0:2018-07

EN 60079-1:2014-10

EN 60079-31:2014-07

EN 61000-6-4, EN 61000-6-2

Compliance with directives listed above does not comprise marking which is certified by compliance with the

following directives: EN 60079-0:2012 + A11:2013, EN 60079-1:2007, EN 60079-31:2009.

o I Equipment intended for use in potentially explosive atmospheres other than mines

e 2GD: Category 2 equipment with high level protection for use in areas in which explosive atmospheres
caused by gases, vapours, mists or air/dust mixtures are likely to occur.

o Ex: Equipment for use in potentially explosive atmospheres

o d: Protection by explosion-proof housing

e [IB-IIC: Electrical apparatus for use in potentially explosive atmospheres caused by gasses of the group II1B
(e.g. CoH4) or group IIC (e.g. Ha, CoHa).

e T6: Temperature class for gasses T6 = 85°C

e Gb: Level of protection (EPL). The equipment can be used in Zones 1 and 2.

o tb: Electrical apparatus with protective housing for use in the presence of combustible dust.

o llIC: Equipment or protective housing intended for use in potentially explosive atmospheres with
presence of combustible (including conductive dust).

e T85°C: Maximum surface temperature.

e Db: Level of protection (EPL). The equipment can be used in Zones 21 and 22.

e |P65: Degree of IP protection for dust-proof housing.

Equipment intended for use in the following Zones:
Zone 1, Zone 2: Mixture of gas/air, vapour/air, mist/air
Zone 21, Zone 22: Mixture of dust/air

ATTENTION: Equipment not to be used in Zone O

35 YEARS
YOUNG
1982.2017

Lika Electronic Srl
Smart encoders & actuators

Tel. +39 0445 806600
Fax +39 0445 806699
info@lika.biz ® www lika biz

Headquarters & Plant
Via S. Lorenzo, 25
36010 Carré (VI)  Italy

Lika Electronic Srl
Via S. Lorenzo, 25
36010 Carre (V1) © Italy

PL/CF. IT 00817760242
VAT # IT 00817760242
REA. 165423|Vicenza
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o Lika Electronic Srl
l ( Via S. Lorenzo, 25
36010 Carré (VI) © Italy

Smart encoders & actuators

2) The equipment must be installed only by qualified personnel and according to the applicable regulations.

3) Do not tool or drill the equipment.

4) Do not open the equipment.

5) Do not loosen or unscrew the cable gland.

6) Use the encoder's fixing plate for installation and against rotation.

7) Protect the device against shock and mechanical damages

8) Use the product according to the indicated degree of IP protection.

9) Maximum permissible environmental temperature -20°C to +40°C [ -4°F to +104°F (at continuous rotational
speed of max. 6000 rpm).

10) In classified areas the electrical connection of the device must be carried out in compliance with the methods
indicated in the directive EN IEC 60079-0:2018-07 and according to EN 60079-14.

1) Connect the device according to the electrical connections scheme on the user's guide.

12) Provide a ground connection (GND) using the ground screw on the housing

LIKA ELECTRONIC SRL
Carre, 17.05.2021

Lika Electronic Srl 35 YEARS Headquarters & Plant Tel. +39 0445 806600 PI1/CF.IT 00817760242
Smart encoders & actuators YOUNG Via S. Lorenzo, 25 Fax +39 0445 806699 VAT # IT 00817760242
1982.2017 36010 Carre (VI) © ltaly info@lika.biz ® www lika.biz REA. 165423 |Vicenza
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5 Mounting instructions

WARNING
Installation and maintenance operations have to be carried out by qualified

personnel only, with power supply disconnected. Shaft and mechanical
components must be in stop.

For any information on the mechanical data and the electrical characteristics of
the encoder please refer to the technical catalogue.

5.1 Encumbrance sizes

R 112GD N
» Ex d IIC T6 Gd
4 /(E Extd IlICT85°C
- cable gland

[

@D 14 HT

. 105 N @3
21
112GD
Ex d [ICT6 Gd
= (E Ex td [lIC T85°C
© cable gland
I T 77\%[ DETAIL A
— - @ Ground connection
AN ',"‘
™
L \pETalL #
IR B .
M e
U {17
12,520

Figure 1 - Encumbrance sizes
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5.2 Solid shaft (LKM-1758) and Fixing plate (LKM-1520)

LKM-1758 is an optional feature thus it has to be ordered separately.

j

12,5 -

WARNING

Unit with solid shaft: in order to guarantee maximum reliability over time of the
mechanical parts, we recommend a flexible coupling to be installed to connect
the encoder and the installation shaft; make sure the misalignment tolerances
of the flexible coupling are respected.

5.3 Mounting instructions

WARNING

Installation and maintenance operations have to be carried out by qualified
personnel only, with power supply disconnected and mechanical parts
absolutely in stop.

» Fasten the fixing plate 1 to the encoder using the three M4 screws 2
provided with the device;

* mount the encoder on the motor shaft using the reducing sleeve (if
supplied); avoid forcing the encoder shaft;

* fasten the fixing plate 1 to the rear of the motor using four M4 cylindrical
head screws 3;

* fix the collar 4 to the encoder shaft.
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6 Electrical connections

WARNING
Power supply must be turned off before performing any electrical connection!
Installation, electrical connection and maintenance operations must be carried

out by qualified personnel only, with power supply disconnected. Mechanical
components must be in stop.
Do not open the encoder.

No user serviceable parts inside the encoder!

For any information on the mechanical and electrical characteristics of the
encoder please refer to the technical catalogue.

Grounding point

Figure 2 - Electrical connection and grounding point
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6.1 PWR power supply and Ethernet connection (Figure 2)

A T8 type cable is used for power supply and Ethernet connection of the
EtherNet/IP encoder. Connection is according to PoE IEEE 802.3af mode B
standard and accepts max. 30Vdc power supply.

XAC77 EP e EtherNet/IP

Function T8 cable
Tx Data + White
Tx Data - Red
+10Vdc +30Vdc White
power supply Blue
Rx Data + White
Rx Data - Green
White
0Vdc power supply Yellow
Shield Case

This encoder provides single-port connection capability.
The Ethernet interface supports 100 Mbit/s, half-duplex/full-duplex operation.

6.1.1 T8 cable specifications

Model: LIKA cable type T8

Cross section: 4 x 2 x0.25 mm? (AWG24)

Jacket: Polyurethane, abrasion resistant
Shield: Tinned copper braid, coverage > 85%

9.0 mm (0.35")
Outer diameter x 3, fixed application
Outer diameter x 6, dynamic application

Outer diameter:
Min. bend radius:

Work temperature:

-50°C +80°C [ -40°F +176°F, fixed application
-40°C +80°C [ -40°F +176°F, dynamic application

Travel speed:

240 m/min.

Acceleration, deceleration:

Up to 30 m/sec” [ 98.4 ft/sec’

Cable length inside chain:

15 m [ 49.2 ft (horizontal only)

Bending: From 3 to 6 millions of motions

6.2 Network configuration: cables, hubs, switches - Recommendations
Cables and connectors comply with the Ethernet specifications.

Standard Ethernet cables type CAT-5, CAT-5e and CAT-6 commercially available
can be used.

The minimum cabling performance that will support EtherNet/IP is Category 5
as defined by ANSI/TIA/EIA-568-B.2 Annex N. There are reasons to select one
category of cabling over another. In general, the higher the category, the better
the cabling performance. Another consideration is balance. Category 5e, 6, and
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the newest proposed category, known as augmented 6 or Category 6a, will
support current applications such as 1Gb/s and 10 Gb/s. Generally speaking, the
greater the cabling category, the less EMC protection that is needed. Consult
your cable supplier for guidance on EMC protection for the specific cable being
used.

For complete information please refer to IEC 61918, IEC 61784-5-13, and IEC
61076-2-101.

The maximum cable length (100 meters) predefined by Ethernet 100Base-TX
must be compulsorily fulfilled.

Regarding wiring and EMC measures, the IEC 61918 and IEC 61784-5-13 must
be considered.

Compliance with IEEE Ethernet standards provides users with a choice of
network interface speeds — e.g., 10, 100 Mbps, 1 Gbps and beyond — and a
flexible network architecture compatible with commercially available Ethernet
installation options including copper, fiber, fiber ring and wireless, and
topologies including star, linear and ring.

A hub is an inexpensive connectivity method that provides an easy method of
connecting devices on information networks (shared Ethernet). A switch reduces
collisions and is recommended for real-time control installations (switched
Ethernet). Routers are used to isolate control data traffic from other types of
office data traffic, to isolate information traffic on the plant floor from control
traffic on the plant floor, and for security purposes, i.e., firewalls. Repeaters
extend the overall network cable length. They can also connect networks with
different media types.

For a complete list of the available cordsets, patchcords and connection kits
please refer to the product datasheet ("Accessories” list).

6.3 Ground connection

To minimize noise connect properly the shield and/or the connector housing
and/or the frame to ground. Connect properly the cable shield to ground on
user's side. Make sure that ground is not affected by noise. It is recommended to
provide the ground connection as close as possible to the device. We suggest
using the ground point provided in the enclosure (see Figure 1 and Figure 2).

6.4 Line termination

EtherNet/IP network needs no line termination because the line is terminated
automatically; in fact every Slave is able to detect the presence of the
downstream Slaves.
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6.5 MAC address and IP address

The unit can be identified in the network through the MAC address and the IP
address.

The MAC address has to be intended as a permanent and globally unique
identifier assigned to the unit for communication on the physical layer; while
the IP address is the name of the unit in a network using the Internet protocol.
MAC address is 6-byte long and cannot be modified. It consists of two parts,
numbers are expressed in hexadecimal notation: the first three bytes are used to
identify the manufacturer (OUI, namely Organizationally Unique lIdentifier),
while the last three bytes are the specific identifier of the unit. The MAC address
can be found on the label applied to the encoder.

The IP address must be assigned by the user to each interface of the unit to be
connected in the network as well as the subnet mask.

For additional information on the MAC address refer to the “7.4 MAC address"
section on page 51.

For additional information on the IP address refer to the "6.6 EtherNet/IP Node
ID" section below.

6.6 EtherNet/IP Node ID

WARNING

Only competent technicians, who are properly trained, have adequate
experience and are familiar with computer architecture, network design, and
operating systems should configure the network communication parameters.
The inappropriate setting of the network parameters results in an incorrect
operation of the system.

WARNING
The EtherNet/IP address and communication parameters can be set only via
software.

By default, the encoder is configured so that it uses the IP address, Subnet mask,
and Gateway address that are saved internally. The use of a DHCP Server to
allocate the IP address is disabled.

The IP address, the Subnet mask, and the Gateway address are set next to the IP
Address, Network Mask, and Gateway Address parameters in the F5-01-05
Interface Configuration attribute, see the "8.12.6 Class F5h: TCP/IP Interface
Object” section on page 115. For more information on setting the node ID refer
to the "6.6.1 Setting the node ID" section hereafter.

The following table summarizes the default software IP parameters.

IP Parameter IP address

IP address 192.168.1.10
Subnet mask 255.255.255.0
Gateway address 0.0.0.0

DHCP Disabled
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6.6.1 Setting the node ID

As stated, by default, the encoder is configured so that it uses the IP address
saved internally.

The software values can be changed by using a software tool such as Studio
5000 or by means of the integrated web server (see the "9.8 Network
configuration” section on page 149) or by enabling a DHCP server (see the "9.8
Network configuration” section on page 149).

Any Net ID value and Host ID value can be set via software.
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7 Quick reference

7.1 Quick setting and main functions

The following instructions allow the operator to quickly and safely set up the
encoder in a standard operational mode and to execute its main functions.
Sometimes a function or a procedure can be accomplished by using alternative
ways:

* Dby means of a software tool such as Studio 5000 from Rockwell
Automation (see the "7.5 Encoder installation under Studio 5000 design
environment" section on page 52 ff);

* or by means of the Integrated Web Server (see the "Integrated Web
Server" section on page 132).

They are all mentioned whenever available.
For complete and detailed information please read the mentioned pages
thoroughly.

* Mechanically install the device, see on page 38 ff;

» execute the electrical and network connections, see on page 41 ff;

e switch on the +10Vdc +30Vdc power supply;

* in the software tool install the EDS file, see on page 59 ff;

* in the software tool insert the Lika module and select the encoder type,
see on page 62 ff;

* in the software tool set the device name, see on page 62 ff;

e ifrequired, set the IP address and the subnet mask to the node, see here
later for alternatives; the default address and the network-related
parameters set by Lika are:

IP Parameter IP address

[P address 192.168.1.10
Subnet mask 255.255.255.0
Gateway address 0.0.0.0

DHCP Disabled

» the attributes used to specifically configure the encoder are grouped in
the Position Sensor Object, see the "8.12.5 Class 23h: Position Sensor
Object” section on page 97; they allow, for example, to set the
singleturn resolution or the total resolution, to enable the scaling
function, or to change the counting direction; the complete list of the
default parameters is available on page 153.
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7.1.1 Setting the node address
The node address and the network-related parameters must be set via software.

Set the IP Address, Network Mask, and Gateway Address parameters

in the F5-01-05 Interface Configuration attribute, see the "8.12.6

Class F5h: TCP/IP Interface Object” section on page 115;

set the parameters in the Integrated Web Server, see the “9.8 Network

configuration” section on page 149;

enable a DHCP Server as follows:

o see the F5-01-03 Configuration Control attribute, see the “8.12.6
Class F5h: TCP/IP Interface Object” section on page 115;

o enable the DHCP Server in the Integrated Web Server, see the "9.8
Network configuration” section on page 149.

7.1.2 Setting scaling function and custom resolution

If you want to use the physical resolution of the encoder, please check

that the 23-01-0E Scaling Function Control attribute is disabled

(="0"), see on page 98; in this case, the device uses the physical

resolution (see the 23-01-2A Physical Resolution Span and 23-01-

2B Number of Spans attributes) to arrange the absolute position value.

You can also use the Integrated Web Server, see the "9.6 Setting the

attributes” section on page 139; or a software tool, see the "7.5.11

Configuring the encoder” section on page 65;

on the contrary, if you need a custom resolution, you must enable the

scaling function by setting the 23-01-0E Scaling Function Control

attribute to ="1" first and then set the required resolution parameters:

o set the singleturn resolution next to the 23-01-10 Measuring
Units per Span attribute, see on page 99;

o set the total resolution next to the 23-01-11 Total Measuring
Range parameter, see on page 101.

You can also use the Integrated Web Server, see the "9.6 Setting the

attributes" section on page 139; or a software tool, see the “7.5.11

Configuring the encoder” section on page 65.

7.1.3 Reading the absolute position
To read the position value you can choose among the following methods.

To read the absolute position of the encoder see the 23-01-03
Position value attribute on page 98;

open the Integrated Web Server, see the “9.3 Encoder position and
speed” section on page 134; see the "9.4 Encoder information
(EtherNet/IP attributes)" section on page 136;

open the Monitor Tags tabbed page in your project, see the "7.5.9
Checking the communication” section on page 64.
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7.1.4 Reading the velocity value
To read the velocity value you can choose among the following methods.

* To read the velocity value of the encoder see the 23-01-18 Velocity
Value attribute on page 104;

* open the Integrated Web Server, see the "9.3 Encoder position and
speed” section on page 134; see the "9.4 Encoder information
(EtherNet/IP attributes)" section on page 136;

* open the Monitor Tags tabbed page in your project, see the "7.5.9
Checking the communication” section on page 64.

7.1.5 Setting and executing the preset
To set and execute the preset you can choose among the following methods.

e Enter a suitable value next to the 23-01-13 Preset Value attribute, see
on page 102; the preset value is activated as soon as the value is
confirmed.

* |f a value has been already set next to the 23-01-13 Preset Value
attribute and you need to activate it in a different physical position of
the encoder shaft, you can use the bit O Activate Preset in the 23-01-
68 Command Register attribute, see on page 111.

* Open the Set Encoder Preset page in the Integrated Web Server, see
the "9.5 Setting the Preset value" section on page 137.

* Use the Test_encoder_Lika.acd sample program, you can find it in the
SW_Hx58x_EP_Example.zip compressed file. Refer also to the "7.5.12
How to create a sample program and send parameters” section on page
65.

7.1.6 Saving data
To save the parameters permanently you can choose among the following
methods.
» Use the Class Service 16h available for the Position Sensor Object, see on
page 97.
» Set the bit 6 Save Parameters in the 23-01-68 Command Register
attribute to 1 and then back to 0, see on page 112.
* Use the Save Parameters function in the Set Encoder Registers page
of the Integrated Web Server, see the "9.6 Setting the attributes” section
on page 139.

7.1.7 Restoring defaults
To restore the default parameters you can choose among the following
methods.
* Use the Class Service 15h available for the Position Sensor Object, see on
page 97.
* Set the bit 7 Restore Parameters to Defaults in the 23-01-68
Command Register attribute to 1 and then back to 0, see on page 112.
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* Use the Load Default Param. function in the Set Encoder Registers
page of the Integrated Web Server, see the "9.6 Setting the attributes”
section on page 139.

7.2 About Lika encoders

Lika encoders are 22 hex type devices and comply with the specifications
reported in the Chapter 6 "Device Profiles, Encoder Device Type 22 hex" of the
publication “THE CIP NETWORKS LIBRARY, Volume 1, Common Industrial
Protocol (CIP™)".

The Object Model of an encoder device is represented in the following picture:

Position ; !
Sensor Object Identity Object

Assembly Class

Q)

Connection Manager
ORequired O Optional

or Connection Obje
Figure 3 - Object model

Parameter Class

Network
Specific Link
Object(s)

CIP Network

The Parameter Object data mapping complies with information in the "Mapping
Parameter Object Data" section.

The attributes that are used to specifically configure the encoder and make it
operational in order to provide the absolute position value and the velocity
value are all grouped in the Position Sensor Object, refer to the "8.12.5 Class
23h: Position Sensor Object” section on page 97.
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7.2.1 Network identity
Lika EtherNet/IP encoders use the following identity settings available in the
Identity Object, see the “8.12.1 Class OTh: Identity Object” section on page 87:

Identity Name: Vendor ID
Attribute: 01-01-01 Vendor ID
Setting: 0299h = 665dec = Lika Electronic Srl

Identity Name: Device Type
Attribute: 01-01-02 Device type
Setting: 0022h: Encoder Device Profile

Identity Name: Product Code

Attribute: 01-01-03 Product code

Setting: 0003h XAC77-18-00-EC2-... singleturn encoder
0004h XAC77-16-14-EC2-... multiturn encoder

[dentity Name: Revision
Attribute: 01-01-04 Revision
Setting: device dependent

Identity Name: Serial Number
Attribute: 01-01-06 Serial number
Setting: device dependent

Identity Name: Product Name

Attribute: 01-01-07 Product name

Setting: HSx58x Singleturn Encoder = XAC77-18-00-EC2-...
HMx58x Multiturn Encoder = XAC77-16-14-EC2-...

7.2.2 Network and communication settings

The MAC address of the device is always reported in the label applied to the
encoder enclosure. See on page 44.

The EtherNet/IP Node ID must be set via software. By default its value is
192.168.1.10. See on page 44.

7.3 Configuring the encoder with Studio 5000 V30.00 from Rockwell
Automation

In this manual some screenshots are shown to explain how to install and
configure the encoder in a supervisor. In the specific example the development
environment is Studio 5000 V30.00 from Rockwell Automation; it is used in
combination with Compactlogix 5370 L1 Controller "1769-L16ER-BB1B/B"
series from Allen Bradley. Therefore, the information on the installation of the
EDS file, the assignment of the IP address and the device name, the
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configuration of the encoder in the network, topology, diagnostics, etc. will
always refer to the aforementioned design environment. If you need to install
the encoder using a different configuration tool, please read and follow
carefully the instructions given in the documentation provided by the
manufacturer.

In the following pages the Controller is assumed to have 192.168.1.20 IP address
and 255.255.255.0 Subnet mask.

Lika Electronic EtherNet/IP encoder documentation is
f)_., . complete with a sample project supplied free of
g*TNA‘E“D_é@\ Chalrge. TTIS program IS designed to mak§ your own
O | ‘\T\ prOJGCt planning, programming, communication gnd
i diagnostics  with ~ Studio 5000 V30.00 design
environment user-friendly and reliable. For instance it allows to execute the
following functions: setting the Preset value and execute it; setting both the
singleturn and the multiturn resolutions; setting an output (refer to page 65

ff). You can find it in the SW_Hx58x_EP_Example.zip compressed file.

7.4 MAC address

The MAC address is an identifier unique worldwide.

The MAC-ID consists of two parts: the first three bytes are the manufacturer ID
and are provided by IEE standard authority; the last three bytes represent a
consecutive number of the manufacturer.

NOTE
The MAC address is always printed on the encoder label for commissioning
purposes.

The MAC address has the following structure:

Bit value 47 ... 24 Bit value 23 ... 0
10 B9 FE X X X
Company code (OUI) Consecutive number

The MAC address can also be read next to the F6-01-03 Physical Address
attribute. Refer to the “8.12.7 Class Foh: Ethernet Link Object” section on page
120.

It is further shown in the Encoder Information page of the web server under
the title of the page. Refer to the "9.4 Encoder information (EtherNet/IP
attributes)" section on page 136.
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7.5 Encoder installation under Studio 5000 design environment

7.5.1 Description of the EDS file

The functionality of an EtherNet/IP device is always described in an EDS file
(Electronic Data Sheet file). The Electronic Data Sheet file provides information
about the device basic communication and functional properties. It must be
installed in the Controller.

XAC77 encoders with EtherNet/IP interface from Lika Electronic are supplied
with EDS files.

EDS files are provided for singleturn encoder version and for multiturn encoder
version, please refer to the order code: HS58 series EDS file is suitable for
XAC77-18-00-... singleturn encoder; HM58 series EDS file is suitable for XAC77-
16-14-... multiturn encoder.

They are:

* HSx58x_EP_Hx_Sx.eds: it is intended for installation of XAC77-18-
00-... encoders; ("HSx58x" is the encoder series; "EP" is the Lika code
that identifies the EtherNet/IP protocol; "Hx" is the hardware version of
the encoder; "Sx" is the software version of the encoder);

e HMx58x_EP_Hx_Sx.eds: it is intended for installation of XAC77-16-
14-... encoders.

The version of the EDS file is reported under the Version item inside the file.
EDS files can be paired with the Lika_Encoder_EIP.ico picture file available
inside the file folder (the picture is also integrated into the EDS file).

Follow the path www.lika.biz > PRODUCTS > ROTARY ENCODERS >
ABSOLUTE to download the EDS files from Lika's corporate web site.
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7.5.2 Configuring the network interface controller (NIC) of the computer

To set the computer's IP address in Windows, type network and sharing into the
Search box in the Start menu and select Network and Sharing Center when
the Control Panel comes up.

@ Choose homegroup and sharing options

7 See more results

[ network and sharing x| [ Shutdown | » |

T E B
Figure 4 - Network and Sharing Center

Then when the Network and Sharing Center opens, click on Change adapter
settings.

uu |:‘: » Control Panel » All Control Panel ltems » Network

Control Panel Home & 3
View your basic network

Change adapter settings |
i i 19
Chang#_fvanced sharing
settings ‘GMY'PC

(This computer)

Wiew your active networks

Network
t'\l/' Home network

Figure 5 - Change adapter settings
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Right-click on your local adapter and select Properties.

@Qvl@' » Control Panel » Metwork and Internet » Network

Organize » Disable this network device Diagnose this connel

‘m= Local Area Connection | L-'. WMware Met
| Network o= Unidentified
=" _Intel(R) 82578DC Gigabit Network... | W VMware Vir]
'E;' Disable
Status
Diagnose

% Bridge Connections

Create Shortcut
Delete
'5' Rename

'5' Properties

IN
L™

Figure 6 - Local Area Connection properties

In the Local Area Connection Properties window highlight /nternet Protocol
Version 4 (TCP/IPv4), then click the Properties button.

[l Local Area Connection Properties ﬂ

w

Networking | Sharing

Connect using:

uF ASIX AX88179 USE 3.0to Gigabit Ethemet Adapter

This connection uses the following tems:

% Client for Microsoft Networks

gVMware Bridge Protocol

g(}nS Packet Scheduler

gﬁle and Printer Sharing for Microsoft Networks

i Intemet Protocol Version 6 (TCP/IPvE)

B -tcet Protocol Version 4 (TCP/IPva) |

4. Link-Layer Topology Discovery Mapper /0 Driver
i Link-Layer Topology Discovery Responder

Description

Transmission Cortrol Protocol/Intemet Protocol. The default
wide area network protocol that provides communication
across diverse interconnected networks

Figure 7 - Internet Protocol Version 4 properties
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Now select the Use the following IP address radio button and enter in the
correct IP, Subnet mask, and Default gateway that corresponds with your
network setup. Then, if required, enter your Preferred and Alternate DNS Server
addresses. We suggest setting a simple Class C network configuration such as
192.168.1.xx as the default software IP address of the encoder has this NET ID.

Check Validate settings upon exit so Windows can find any problems with the
addresses you entered. When you are finished click OK.

Internet Protocol Version 4 (TCP/IPv4) Properties @é}

General

‘fou can get IP settings assigned automaticall

this capability, Otherwise, you need to ask your network administrator

for the appropriate IP settings.

(7 Obtain an IP address automatically
(@ Use the following IP address:

1P address: 192
Subnet mask: 255
Default gateway:

(@ Use the following DNS server addresses:

Preferred DNS server:

Alternate DNS server:

[¥]¥alidate settings upon exiti

ly if your netwark supports

.158. 1 .3

.255.255. 0

Figure 8 - Setting the IP Address
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7.5.3 Networking the PC and the Controller

Use a Category 5 minimum cable to network the Ethernet port of the PC to the
Ethernet port of the Controller.

7.5.4 Configuring the driver

Launch the RSLinx Classic communication software and then open RSWho by
pressing Communication and then the RSWho command.

Again in the menu bar of the main page press Communication and then the
Configure Drivers command.

The Configure Drivers dialog box will appear.

= = @

[af] themet Lime  ABETHIP-L  ABVEP-1
569 AB_VBP-1, 1788-A17/A Virtual Chassis Gatewa,,  Ethemet  1783-AL7..

Configure Drivers

Nane and Descipiion

= 1 8 Ethermel
ABVEP1  RUNNING

L

II

For Help, press FI 07726117 [02:09 PV

Figure 9 - Configure Drivers

From the Configure Drivers dialog box, select the desired driver from the
Available Driver Types list.

Click Add New. The Add New RSLinx Classic Driver dialog box opens.

Enter a name for the selected driver (15 characters at maximum), and click OK.
The Configuration dialog box for that driver shows.

In the Configuration dialog box, enter the appropriate parameters for the
desired driver.

Click OK to close the Configuration dialog box. The new driver now appears in
the Configured Drivers list.

Press Close to close the dialog box.
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Now right-click the driver you have just installed and press Configure Driver.

& s8]

.ilﬁ RSWho -1

¥ Autcbrowse 1 [0 28| Mot Bowsing

=& Worksta
&% Linx Gateways, Ethernet EEE fg -
Ll link  ABETHIPL ABVBP-1
68 ABVEP-L, emove Gatewa..  Ethemet  1789-Al7..
Properties...

Driver Diagnostics
Configure Driver

Create Shortcut

Security...

Figure 10 - Configure Driver

In the Configure Driver dialog box, select the network interface controller you
configured and connected to the PLC; finally press OK to confirm.

Configure driver: AB_ETHIP-1 (|
EtherMet/IP Settings
¥ Browse Local Subnet ” Browse Remote Subnet
| Description [P Address |
Windows Default
ASIX AXB8179 USE 3.0to Gigabit Bthemet Adapter 192.168.1.3
Intel{R} Ethemet Connection 1217-LM 10.10.10.176
Whhware Vitual Ethemet Adapter for VMnet 1 152.168.31.1
VMware Vitual Ethemet Adapter for VMnetd 152.168.203.1

0K I Annulla Applica s

Figure 11 - Browse Local Subnet
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7.5.5 Starting a new project

Double-click on the Studio 5000 icon on your Desktop to launch Studio 5000
software. The Studio 5000 Splash Screen appears.
Select New Project under the Create section.

Rockwell Software’

Studio 5000

New Project Existing Project

From Import Sample Project

E From Sample Project From Upload
Recent Projects

Figure 12 - Studio 5000 New Project

When the New Project pop-up is displayed, select Logix and the type of
controller (such as "1769-L16ER-BB1B", in the example). Enter the name of the
project and the path where the file has to be saved.

&) New Project ’ M
Project Types Segreh X
5 Logix I Compact GuardLogix® 5370 Safety Controller -

y 4 Compactlogix™ 5370 Controller

"3 View
1760-L16ER-BB1B CompactlLogix™ 5370 Controller
1769-L1BER-BE1B Compactlogix™ 5370 Controller
1769-L1BERM-BB1B CompactLogix™ 5370 Controller
1769-L19ER-BB1B Compactlogix™ 5370 Controller

1769-L24ER-QB1E CompactLogix™ 5370 Controller
1769-L24ER-QBFCIB  Compactlogix™ 5370 Controller
1769-L27ERM-QBFC1E Compactlogix™ 5370 Controller
1769-130ER Compactlogix™ 5370 Controller
1769-L30ERM CompactLogix™ 5370 Controller -

Name: | Test_encoder_Liks

Location:  CAUT_Lorenzo\Progetti_in_corsc\_ROCKWELL Browse... |

=N T

Figure 13 - New Project
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Press the Next button and then set the Revision and the Expansion 1/O
settings. Finalize by pressing the Finish button.

© Neviet - 7

1769-L16ER-BB1B CompactLogix™ 5370 Controller
Test encoder_Liks

Revision: 30,7

Expansion [JO: 0 Modules -

/¥, Danger: When online, if the modules present do not match the
modules specified in the project, unexpected control may occur. The
Expansion [/0 setting must match the actual number of modules.

Security Authority: | Ne Protection &

— Use only the selected Secunty Authority for authentication and
— authorization

Secure With ) Logical Name <Controller Name>

) Permission Set [ =

Description:

T T T T

Figure 14 - Controller's settings

7.5.6 Installing the EDS file

To manually register the EDS files of the encoder in the EDS Hardware
Installation Tool, perform the following steps.

Launch the EDS Hardware Installation Tool by pressing Tools and then the
EDS Hardware Installation Tool command.

The Rockwell Automation's EDS Wizard dialog box opens.

On the Options screen select Register an EDS file(s), then press Next.

Rockwell Automation’s EDS Wizar . |

|

ions:
What task do you want to complete?

E_‘,, @ Register an EDS filefs).
4 This option will add a devicels) ta our database.

e, Unregister adevice
This option will remove a device that has been registered by an EDS file from

our database

 Create an EDS file
ﬁ This option creates 3 new EDS file that allows our software to recognize your
device

<Ep  Upload EDS filefs] from ¢
==}

This option uploads and he EDS filels] stared in the device.

< Indietro I Avanti > I Annulla

Figure 15 - EDS Wizard
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On the Registration screen select Register a single file to register one EDS file
at a time, and click Browse to select the EDS file corresponding to the encoder
to be installed (such as HMx58x_EP_H1_S1.eds in the screenshot Figure 16,
please check the order code) and press the Next button until the registration is
finalized.

4_
Regisiration é
Blectronic Data Sheet file(s) will be added to your system for use in Rockwell Automation applications. i‘

& Regisier a single fie
€ Register a dirsctory of EDS files I Lok in sublolders

Named

|HMx5&_EP_H1_ST eds Browse.

* fthere is an icon file (ico) with the same name as the filels} you are registering
then this image will be associated with the device.

To perform an installation test on the file(s), click Next

< Indietro Avanti > Annulla

Figure 16 - EDS Wizard

7.5.7 Defining the communication path

To define a path to the controller click on the icon shown in Figure 17.

@ Logix Designer - Test_encoder Lika [1769-L16ER-BB1B 30.11] 9
(File Edit View Search Logic Communications Tools Window Help i
EEHE & s ER oo . s ([ER YEE QA
Offline A. T RUN m Path: [<none> El‘ )

L4

S Controller Test_encoder_Lika
Controller Tags
[ Controller Fault Handler
..... Power-Up Handler
-85 Tasks
=58 MainTask
-3 MainProgram
[ Unscheduled
=431 Metion Groups
Ungrouped Axes
----- Add-On Instructions
-3 Data Types
L3 User-Defined

| L0 Strings
Figure 17 - Path to Controller

abeg UEJSE
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Browse to the Controller, select it, and click the Set Project Path button.

Autobrowse |ﬁl_r_e_s_h_\
E\Q Workstation, LIKAxx
- 2 Linx Gateways, Ethernet
£ AB_ETHIP-1, Ethernet
;ﬁ 192.168.1.10, HMuS8x Multiturn Encoder, HWVBSEx Multiturn E
|: M192.168.1.20, 1769-L16ER-BB1E LOGIX5316ER, 1769-L16ER/B
B9 AB_VBP-1,1789-A17/A Virtual Chassis

< i

Path: AB_ETHIP-1\192.168.1.20
Path in Project: <none>

Figure 18 ~ Set Project Path

Close the dialog box: the selected path will appear on the main page.

& Logix Designer - Test encoder Lika [1769-L16ER-BB18 30.11)*
File Edit View Search Logic Communications Tools Window Help

|e@H 8 s B8 oo - 285 @ VI Q| s
Offline A. FRUN T Patn: [AB_ETHIP-1\192.168.1.20 vl‘

4

H o &= AF 4 O o A 3
< v [\ Favorites (TAGGOn £ sarety_J_Aarms A BR_£ Timerc

ER=]Controller Test encoder Lika
H Controller Tags

[ Controller Fault Handler
i 230 Power-Up Handler
£-E3 Tasks

P A MainTack

Figure 19 - Project Path set
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7.5.8 Adding the encoder to the project

On the Controller Organizer, right-click on Ethernet and select New
Module ... from the pull-down menu.

g s
-.[] Add-On Instructions
459 Data Types
g User-Defined
L strings
.4 Add-On-Defined
- L Predefined
#-Lg Module-Defined
Trends
T, Logical Model
©-£310 Configuration
21883 Pointl0
.. [ [0] 1769-L16ER-BBLB Test_encoder_Lika
(-5 Embedded O
L@ [1] Embedded Discrete 10
[ Expansion /0, 0 Modules

Import Module..

Discover Modules..,

Ctri+V

Paste

Alt+Enter

Properties

3

Figure 20 - New Module

On the Select Module Type dialog box select the installed encoder module
(HMx58x... in the screenshot, Figure 21). Click Create.

o G
Catalog Number  Description Vendor Category

HVOOKT6/ 16, HvkGEx Multitur: Lika Blectronic Encoder

1 of 469 Module Types Found
[ Close on Create [ Create | [ Close | [ Help |

Figure 21 - Select Module Type
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Configure the encoder module by setting the required parameters Name and
Ethernet Address. Then press Change... button to select the connection type.

e i
' General" | Connection | Maduls Info | Intemet Protocol | Fort G ion | Network |
Type: HVbeX¢16/16324EF XX HibeS8x Multum Encoder
Vendor Liks Blectronic SNC
Parert: Local
Name: Lika_Encoder_HM Ethemet Address
Besrpsiti @ Piivate Network: 1921681, fi02
1 IP Address:
() Host Name:
Module Definition
Revision: 1.001
Electronic Keying:  Compatible Module
Connections: Input Only (1}: Position value
Status: Creating [ ok ][ Cameel | [ Heb

Figure 22 - New module configuration

Select the required connection type and then click OK. For more information on
the available connection types refer to the "8.12.3.4 Supported connection
types" section on page 92.

7 Module Definition S - - i )
Revision: 1 - 001 |
Blectronic Keying: | Compatible Module -
Connections:
Name Size Tag Suffix I
input Only (3) + Config: Position value = | _ | Input 2 |n o . |Lka_Encoder it
Velocity + Configuration Assembly = Qutput | e
‘ m v
I
oK | [ Ganesl | [ Heb

Figure 23 - Select connection type

In the example an Input Only connection has been set: the encoder will transmit
both position and velocity values (i.e. it produces instances), while the Controller
will send parameters configuration at switching on (the encoder will receive
configuration data).

Set DINT data type in order to display properly the position and velocity values.
Press OK to finalize and YES in the next dialog box.

Close the New Module and Select Module Type dialog boxes.
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7.5.9 Checking the communication

You can check whether the communication between the Controller and the
encoder is established properly by displaying the encoder parameters.

On the Controller Organizer, double-click on Controller Tags in the
Controller_Test_encoder folder: the encoder parameters will be displayed in
the Monitor Tags tabbed page. The Monitor Tags page displays the tags.

8 e

10 il

]

Figure 24 - Monitor fégs

7.5.10 Downloading the configuration to the Controller

To download the configuration to the Controller you must go online first.
Press the drop-down box between the Offline and RUN items and select Go
Online in the pull-down menu.

@ Logix Designer - Test_encoder_Lika [1769-L16ER-BE1B 30.11]" - [Controller Tags - Test_encoder_Lika(con
& File Edit View Search Logic Communications Tools Window Help

TR - &85 B
Offline . 7 RUN [ | Path: [AB_ETHIP-1\152.168.1.20 -]
N6 .Ed'rt.s | Upload... 4 1 1 = S g
[ [rrizer) 4+ [ Favorites 4 Add On
) Eanhner) Program Mode > 2 XN scope: [BTest_encoder Li +
Run Mode MName
Test Mode —I Lika_Encoder_HM:C
| Pow‘ - - Lika_Encoder_HM:C.Din
5 Tasks Seac Latikes + Lika_Encoder HU-C.Me
Go To Faults - Lika_Encoder_HM:C.5ci
Controller Properties e boain R ol
3 Uns., = +/ Lika_Encoder_HM:C.Vel
-5 Motion Groups \=lika_Encoder_HM:I1
..l Ungrouped Axes | Lika_Encoder_HM:1.Co
..[27 Add-On Instructions —I-Lika_Encoder_HM:11.0a

Figure 25 - Going online
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Press Download in the Who Active window to start the download process; the
Download window will be displayed. Before pressing the Download button
once more please note the cautionary messages. Click Download to continue
the download process.

When the download process is completed, the Controller may return to Remote
Program mode or ask whether you want to return to Run mode. The message
you see is determined by the state the Controller was in at the beginning of the
download process.

If everything went well, the encoder is online while the Scanner is in Idle state.

7.5.11 Configuring the encoder

Before executing the download process, you can set the configuration
parameters of the encoder.

On the Controller Organizer, right-click Controller Tags and choose Monitor
Tags: the Tag Monitor displays the tags.

A blue arrow indicates that when you change the value, it immediately takes
effect.

To see a value in a different style, select the desired style.

To change a value, click the Value cell, type the new value, and click ENTER.

To expand a tag and show its members, click the + sign.

WARNING

Parameters are not saved on the non-volatile memory. At next power-on you
are required to send them again.

To save the parameters permanently you can choose among the following
methods: by means of the Class Service 16h, see on page 97; or by setting the
bit 6 Save Parameters in the 23-01-68 Command Register attribute to 1 and
then back to 0, see on page 112; or by using the Save Parameters function in
the Set Encoder Registers page of the Integrated Web Server, see the "9.6
Setting the attributes” section on page 139.

7.5.12 How to create a sample program and send parameters

Here follows a description of a simple program created using Ladder
programming language. The program allows to send a preset “1000" to the
encoder by means of EtherNet/IP explicit messages with CIP protocol. See also
the 23-01-13 Preset Value attribute on page 102.

Described program can be used as a base to build further programs: the
procedure is exactly the same, you have just to change the Attribute value and
the type of variable of the parameter.
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NOTE

As previously stated, the documentation of Lika Electronic encoder with
EtherNet/IP interface is complete with a sample project supplied free of
charge. This program is designed to make your own project planning,
programming, communication, and diagnostics with Studio 5000 V30.00 design
environment user-friendly and reliable. You can find it in the
SW_Hx58x_EP_Example.zip compressed file.

Three demo programs are available.

Test_encoder_Lika.acd program allows the user to set and execute the
preset (23-01-13 Preset Value). It is fully described in the following
pages.

Test_encoder_demo.acd program allows the user to set and execute
the preset (23-01-13 Preset Value); to set the singleturn resolution
(23-01-10 Measuring Units per Span) and the total resolution (23-
01-11 Total Measuring Range); and to send the 23-01-68
Command Register attribute.

Test_encoder_ST_2.acd program allows the user to set and execute
the preset (23-01-13 Preset Value); to set high the output 0 when the
23-01-03 Position value attribute is greater than 10,000 cps; to set
high the output 1 when the 23-01-18 Velocity Value attribute is
greater than 10,000 cps; and to set high the output 2 when the 23-01-
18 Velocity Value attribute is lower than (-10,000) cps.

Each program requires a main routine. Once you create your routines, assign a
main routine for each program.

On the Controller Organizer, expand the Tasks, MainTask, and MainProgram
folders and double-click on MainRoutine: the MainProgram - MainRoutine
ladder window appears.

=l

Figure 26 - MainPro_gram - MainRoutine ladder window
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We need to create some tags (variables) that are needful for the program.
On the Controller Organizer, right-click on Controller Tags, and select New
Tag... from the pull-down menu.

Figure 27 -

§ Logix Designer - Test encoder_Lika [1769-L16ER-BB18 30.11] " o
File Edit View Search Logic Communications Tools Window Help

BwHd & +BE © o - &80
Offline f. M RUN e _1| Path: IﬁE_EI'H]P—'I\'ISZ'}BE.'I.ZO
Mo Forces [ ::OK £
ok 3| o Soure COH o A

(@)] ¢ » B ravortes {ASEOR L

2
£
2 s S
= | NewTag..  Cirl+W
""" I Power-U Meonitor Tags
B3 Tasks Edit Tags
=48 MainTas! ;
-8 Main Veuty
Export Tags...
Print 4
(-4 Motion Groups
¢ L. Ungrouped Axes
i e D S e

New Tag

The following tags need to be created:

PresetTrigger tag, data type BOOL

PresetOneShot tag, data type BOOL

Narme: PresetTrgger Create |w Name: PresetOne Shot Greate | v
Deserption: " s Description = Cancel
[ der -] Usay [<controter> 3
Usage: | <controller> i ge: | i
O — P e
MasFor | - Alias For: [ -
Data Type:  BOOL = Data Type:  |BOOL] =

e I G

Scope: (@ Test_encoder_Lika - Scope: I Test_encoder_Lika =
Edemal Resd/Wiie

Bt [Fdtine 7]

Access Aocess

Constant Constant

o @ i

[ | Sequencing [ Sequencing

I i

["10pen Corfiguration I 1 Eaen cochition

- e

[]0Open Parameter Connections [10pen Parameter Connections
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PresetMessage tag, data type MESSAGE

New Tag < —— =%
Name PresetMessage [ Create |+
Description.
Usag <controler>
Hiias For
Data Type:  MESSAGH] (=)

Parzmeter
Cannection:
Scope ) Test_encoder_Lika -
Exemal Read/ Vi -
Access SRS
Stye:
[T Constant
5
[ Open MESSAGE Corfiguration
Open Parameter Connections

NOTE

You can type any name for the tags.

PresetValue tag, data type DINT

Cannection:

New Tag - —— it
Name PresetValue| [(Create [+
Description:

Help
Usage <contralers
Aiss F

Now we need to add ladder logics to the program. To enter logics you must drag
buttons from the Logic Element toolbar to the desired location. A green dot
shows a valid placement location (drop point).

Drag the "Examine ON (XIC, Examine If Closed)" logic element onto rung O
until the green dot appears. Release the mouse button at the location you wish

to place your instruction.

Repeat the operation to add a "One Shot Block (ONS)" logic element.

Bl MainProgram - MainRoutine™ fro-c s
EE T A

v @ |3ty

= I]anRouline’[

Figure 28 - Dragging logic elements
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NOTE
If you place an instruction in the wrong location on a rung, simply click and
hold on the instruction and drag it to the correct location.

Double-click the question mark in the "Examine ON (XIC)" logic to assign the

PresetTrigger tag. Choose the tag from the variable list in the drop-down
menu.

Bl MainProgram - MainRoutine™ [o e ==
@ B b v|
PresetTrigger 7
0 @ =
Y. + Show: Al Tags v
- [name zsl[oatatype  |usage Deseription
e #Locat 0 ‘ABEmbedded... <controlars
(4] Pressilfessage WESSAGE  <controler>
PresetOnesot BOOL 3
PresefTrigger BOOL <controller> N
PresetVabie [, oo e igger | onT ~<controler
(7] Show controller tags| D2t Type: BOOL
Description:
[¥] Show MainProgram tags
Show parameters from cther program:
<none> v
oy | MeinRoutine: - <

Figure 29 - Assigning tags

Double-click the question mark in the “One Shot Block (ONS)" logic to assign
the PresetOneShot tag. Choose the tag from the variable list in the drop-down
menu.

Finally you will get the following situation:

Bl MainProgram - MainRoutine™ foliE ==
SE B [08 e @

|| Presemioger EETEIEEIE)
o & —JF {ans?

e |

(End)

+ 1 | MainRoutine* e "
Figure 30 - Tags
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Now drag a "Message (MSG)" logic from the Logic Element toolbar to the
desired location. Assign the PresetMessage tag as described above.

B MainProgram - MainRoutine™

PresefTrigger PreselOneShot
] s {ons}

= |] MainRoutine* (g g i
Figure 31 - Message logic element

Configure the message, press the ) icon next to the PresetMessage label to
open the Message Configuration dialog box.
Configure both the Configuration and the Communication tabbed pages as
shown in the following screenshots, Figure 32.

Message Configuration - Presethessage = Message Configuration - Presethessage =
Configurati ‘r Tag | Configuration® | Commurication® | Tag
Message Type CIP Genenc - @& Path: Lika_Encoder_HM Browse.
S Lika_Encader_HM
Service Source Element: | Presetvalue =
Type: Broadcast:
Source Length: a H  (Gytes)
5 - o) Gass: (73] el Communication Method

P DHs T

Instance: 1 Attrbute: 13 (Hex) \W

[

[7]Cornected Cache Connections ¢ Large Co

O Enable O Enable Waiing ) Stat ODone  Done Length: 0 O Erable 3 Encble Wating O Start QDone  Done Lengih: 0
O Emor Code: Exended Eror Code 7] Timed Out « O Emor Code Exended Eror Code [ Tmed Out «
Eror Path: Lika_Encoder_Hil Eror Path
Error Text ERaad
ook J[ Amua ][ 2piea |[ 2 ] ok [ Awula | [ fepica |[ 2

Figure 32 - Message Configuration

See the 23-01-13 Preset Value attribute in the "8.12.5 Class 23h: Position
Sensor Object” section on page 102.
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On the Controller Organizer, double-click on Controller Tags in the
Controller_Test_encoder folder: the encoder parameters will be displayed in
the Monitor Tags tabbed page. The Monitor Tags page displays the tags.

Ex s [vae < [Fous k<[5 [osatps Dot [con
LozmsHasocieT

aaaaaaa

ESSAGE

H
£
) e o ) |

e Orgnce . Lo Byl 41 \toniorTogs (ET s

Figure 33 - Setting_; variables

Set the PresetOneShot variable to "0", the PresetTrigger variable to "0" and
the PresetValue variable to "1000", as shown in the screenshot above, Figure
33. To change a value, click the Value cell, type the new value, and click ENTER.
Click the Style cell and set the three variables to “Decimal”.

Now go online, download data to the Controller and then put the Controller in
Run mode.
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On the Controller Organizer, expand the Tasks, MainTask, and MainProgram
folders and double-click on MainRoutine: the MainProgram - MainRoutine
ladder window appears.

HHHHHH

the group:sequencer

Figure 34 - MainProgram - MainRoutine ladder window

Rt Edtion:Casic Rung0or FCREE:Y

Right-click on the PresetTrigger logic element and select Toggle Bit from the
pull-down menu. The position of the encoder will be preset to the value “1000".

83 Losix Designer - Testencoder ik 816 30111
Fle Edt_Vien Seoch Logic Communicstons Tols Vindow Help

B@E & 2R oo - 28G B FY L QQ | secimoe.

Hol e AE A o
» \ Favortes £ A0 £ A X BF £ TeiCauer X ToulOuon X Compve R CorpaeNalh { Woveiogeal A Pl & TR £ Seasencer & Piogam Cotl £ Farb

‘‘‘‘‘‘

nnnnnn

Lgemeet s

Figurev 35 - Setting the Toggle bit

i Edtior: sic Rungofl__Abp (6% 2
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Both the PresetOneShot variable and the PresetTrigger variable in the
Monitor Tags tabbed page will be set to “1".

8 Logix Designer - Test encoderLka (1
B File Edit View Sea

Togs-
Help

- AaG [Bh Y
3

=~ - L

oo sk« Soie Coirt_[Corvaciors <]

e ContrllerOrganizer T, Losical Crganer

105 \Monitor Tags (EdiTags

FLinsEdtion: Clasc

Figure 36 - Monitor Ta>gs

Again right-click on the PresetTrigger logic element and select Toggle Bit from
the pull-down menu to set the variables back to 0.
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8 EtherNet/IP interface

8.1 Introduction to EtherNet/IP

EtherNet/IP is the name given to the Common Industrial Protocol (CIP), as
implemented over standard Ethernet (IEEE 802.3 and the TCP/IP protocol suite).
EtherNet/IP was introduced in 2001 and today is the most developed, proven,
and complete industrial Ethernet network solution available for manufacturing
automation, with rapid growth as users seek to harness the advantages of open
technologies and the Internet. EtherNet/IP is a member of a family of networks
that implements CIP at its upper layers.

EtherNet/IP and CIP are managed by ODVA, see later. ODVA publishes "The
EtherNet/IP™ Specification” and helps ensure compliance through conformance
testing.

8.2 CIP protocol
The Common Industrial Protocol (CIP) is a media independent, connection-
based, object-oriented protocol designed for automation applications. It
encompasses a comprehensive set of communication services for automation
applications: control, safety, synchronization, motion, configuration, and
information. It allows users to integrate these applications with enterprise-level
Ethernet networks and the Internet. CIP provides users with a unified
communication architecture throughout the manufacturing enterprise. CIP
allows users to benefit from the many advantages of open networks while
protecting their existing automation investments when upgrading in the future.
CIP brings:
» Coherent integration of 1/0 control, device configuration, and data
collection.
* Seamless flow of information across multiple networks.
* Ability to implement multi-layer networks without the added cost and
complexity of bridges and proxies.
* Minimized investment in system engineering, installation, and
commissioning.

The "IP" in "EtherNet/IP" refers to “Industrial Protocol”. EtherNet/IP utilizes CIP
over standard IEEE 802.3 and the TCP/IP protocol suite. Since EtherNet/IP uses
standard Ethernet and TCP/IP technologies, it allows compatibility and
coexistence with other applications and protocols.

8.3 CIP and International Standards
CIP technologies are compliant with a number of fieldbus-related international
standards, and are generally referred to as members of CPF 2 (Communication
Profile Family 2) of IEC 61158.
» |EC 61158: Specifies various fieldbus protocols for applications ranging
from discrete manufacturing to process control. It includes the
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specifications for CIP, as well as EtherNet/IP and ControlNet-specific
protocol elements, as Type 2.

* |EC 61784-1 and IEC 61784-2: Specify general-purpose and real time
Ethernet fieldbus Communication Profiles (CPs) (i.e., how to build a
specific communication network using IEC 61158 and other standards).
ControlNet, EtherNet/IP, and DeviceNet are defined respectively as CP
2/1, CP 2/2 (CP 2/2.1 with CIP Sync), and CP 2/3.

* |EC 61784-3: Specifies Functional Safety Communication Profiles
(FSCPs), i.e., extensions of fieldbusses for use in safety related
applications. CIP Safety is included as FSCP 2/1.

* |EC 61918 & IEC 61784-5: Specify general and fieldbus-specific cabling
installation guidelines. IEC 61784-5 includes specific guidelines for
ControlNet, EtherNet/IP, and DeviceNet.

* |EC 61800-7: Specifies profiles for power drive systems and their
mapping to existing communication systems by use of a generic
interface. It includes CIP Motion and its mapping on ControlNet,
EtherNet/IP, and DeviceNet.

* ISO 15745: Defines elements and rules for application integration,
including communication network profiles and the communication
aspects of device profiles for some fieldbus technologies. EDS files used
for device and network integration of DeviceNet, ControlNet, or
EtherNet/IP applications are compliant with the relevant parts of 1SO
15745 (respectively Parts 2, 3, and 4).

Also:

* The lower layers of EtherNet/IP are based on the various RFC Internet
standards for the TCP/UDP/IP suite, on the IEEE 802.3 and ISO Ethernet
standards (ISO/IEC 8802-3), without modification or extension.

* CIP Safety (on EtherNet/IP) has been certified for use in applications in
systems needing to meet the requirements of I[EC 61508 up to and
including SIL3.

8.4 EtherNet/IP adaptation to CIP

EtherNet/IP, like other CIP Networks, follows the Open Systems Interconnection
(OSI) model, which defines a framework for implementing network protocols in
seven layers: physical, data link, network, transport, session, presentation, and
application. Networks that follow this model define a complete suite of network
functionality from the physical implementation through the application or user
interface layer. As with all CIP Networks, EtherNet/IP implements CIP at the
Session layer and above and adapts CIP to the specific EtherNet/IP technology at
the Transport layer and below. This network architecture is shown in Figure 37.
Ethernet has the unique characteristic of being a network with an active
infrastructure. Therefore, unlike typical device or control level networks—which
generally have a passive infrastructure that limits the number of devices that
can be connected and the way they can be connected—the EtherNet/IP network
infrastructure can accommodate a virtually unlimited number of point-to-point
nodes, providing users with unsurpassed flexibility in designing networks that
accommodate their current requirements while enabling easy, cost-effective
expansion in the future.
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Figure 37 - EtherNet/IP adaptation to CIP

To further decrease complexity, EtherNet/IP systems require only a single point
of connection for both configuration and control, because EtherNet/IP supports
both 1/0 (or implicit) messages—those that typically contain time-critical control
data—and explicit messages—those in which the data field carries both protocol
information and instructions for service performance (see the "8.9.4 Types of
EtherNet/IP communications” section on page 82). And, as a producer-consumer
network that supports multiple communication hierarchies and message
prioritization, EtherNet/IP provides more efficient use of bandwidth than a
device network based on a source-destination model. EtherNet/IP systems can
be configured to operate either in a Master/Slave or distributed control
architecture using peer-to-peer communication.

8.5 The Physical Layer

EtherNet/IP uses standard IEEE 802.3 technology at the Physical and Data Link
Layers. This standard provides a specification for physical media, defines a
simple frame format for moving packets of data between devices, and supplies a
set of rules for determining how network devices respond when two devices
attempt to use a data channel simultaneously. This is known as CSMA/CD
(Carrier Sense Multiple Access/Collision Detection).

As a network with an active infrastructure, EtherNet/IP is typically configured
using a series of network segments constructed of point-to-point connections
in a star configuration. The core of this network topology is an interconnection
of Ethernet Layer 2 and Layer 3 switches that can accommodate an unlimited
number of point-to-point nodes.

8.6 The Data Link Layer
IEEE's 802.3 specification is also the standard used for transmitting packets of
data from device to device on the EtherNet/IP Data Link Layer. Ethernet employs
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a CSMA/CD media access mechanism that determines how networked devices
share a common bus (i.e., cable), and how they detect and respond to data
collisions.

Originally, Ethernet worked in a half-duplex mode of operation, meaning that a
node could send or receive data, but it could not do both at the same time. This
caused data traffic jams, which are unacceptable in time-critical control
applications. With full-duplex Ethernet, networked devices can both send and
receive packets of Ethernet data at the same time. This is one of several
advances in Ethernet technology that has increased its level of determinism to
the point where Ethernet can be used in an ever-increasing number of
manufacturing applications.

The Media Access Control (MAC) protocol of the IEEE 802.3 specification is what
actually allows devices to “talk" on the Ethernet network. Each device has a
unique MAC address comprised of a 6-byte number that is requlated by IEEE
and the product manufacturer to maintain uniqueness (refer also to the "7.4
MAC address” section on page 51). This MAC address is used in the source
address (SA) field of the frame to indicate what node sent the frame, and it is
used in the destination address (DA) field to indicate the destination of the
frame. Setting the first bit to a "1" in the DA field indicates a packet of data for
multiple destinations, and enables an Ethernet node to transmit a single data
packet to broadcast to the various destinations.

A single frame of industrial EtherNet/IP can contain up to 1,500 bytes of data,
depending on the application requirements. The combination of real-time
control with high-data capacity makes industrial Ethernet increasingly
attractive, as more intelligence is embedded into smaller and less-expensive
devices.

8.7 Ethernet data packets
Ethernet data packets are sent in the format shown in Figure 38.

Transmission order; left-to-right, bit serial

4——— FCS generation span 4}|

PRE |SFD| DA | SA | Length/Type | Data Pad | FCS
7 1 6 6 2 |4—46-1500—)| 4

PRE = Preamble

SFD = Start-of-Frame delimiter
DA = Destination address

SA = Source address

FCS = Frame check sequence

Figure 38 - Typical layout of an Ethernet Data Packet
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This data format is used to implement the Media Access Control (MAC)
protocol that allows a device to "talk" on the Ethernet network. Each MAC
device has a unique Source Address (SA) comprised of a 6-byte number (48
bits or 12 hexadecimal digits) that was assigned to it at the time of
manufacture. The Destination Address (DA) is the target MAC address for
which the packet of data is intended. Setting the first bit to a "1" in the DA field,
indicates a packet of data for multiple destinations. This enables an Ethernet
device to transmit one packet that can be received by multiple other devices.
There are a number of different types of Ethernet packets that can be sent and
received on an Ethernet network. Some of these protocols are Novell's IPX/SPX,
DECNET, UDP, TCP/IP, FTP, TELNET, and so on. All of these unique protocols use
the MAC to do the physical sending and receiving of data packets. However, by
defining how the "DATA" portion of the data packet is organized, different
protocols and functions are created.

8.8 The Network and Transport Layers

At the Network and Transport Layers, EtherNet/IP utilizes the Internet standard
known as the Transmission Control Protocol/Internet Protocol (TCP/IP) Suite to
send messages between one or more devices. TCP/IP provides the necessary
communication protocol features needed to implement fully functional
networks (i.e., an addressing scheme and mechanisms for establishing a
connection with a device and exchanging data) that the IEEE specification in
and of itself lacks.

Also, at these layers, the standard CIP messages used by all CIP Networks are
encapsulated. TCP/IP encapsulation allows a node on the network to embed a
message as the data portion in an Ethernet message. The node then sends the
message -TCP/IP protocol with the message inside- to an Ethernet
communication chip (the Data Link Layer). By using TCP/IP, EtherNet/IP is able to
send explicit messages, which are used to perform Client-Server type
transactions between nodes.

The TCP/IP Suite consists of the following:

* The TCP portion of the TCP/IP protocol is a connection-oriented, unicast
transport mechanism that provides data flow control, fragmentation
reassembly, and message acknowledgments. Nodes must interpret each
message, execute the requested task, and generate responses. Since TCP
is ideal for the reliable transmission of large quantities of data,
EtherNet/IP uses TCP/IP to encapsulate CIP explicit messages, which are
generally used to transmit configuration, diagnostic and event data.

» The IP portion of the TCP/IP protocol is the mechanism that enables
packet routing through multiple possible paths. The ability to send
messages to their destinations even when the primary path is disrupted
is the basis of the Internet. This same type of routing is used in industrial
networks to maintain proper separation of control elements and other
factory infrastructure through the use of managed switches and Layer 3
routers. All devices and infrastructure components with added
diagnostic capabilities (managed switches and routers) on an industrial
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Ethernet-based system must be assigned an IP address. This is most
commonly identified by the four-byte address listed in the "network
properties” on personal computers that use TCP/IP as their Ethernet
network connection (e.g., 192.168.1.10). IP addresses must be unique on
a given network (see also the "6.6 EtherNet/IP Node ID" section on page
44).

For real-time messaging, EtherNet/IP also employs UDP over IP, which allows
messages to be multicast to a group of destination addresses. This is how CIP I/0
data transfers (implicit messaging, see the "8.9.4 Types of EtherNet/IP
communications” section later) are sent on EtherNet/IP. With implicit
messaging, the data field contains no protocol information, only real-time 1/O
data. Since the meaning of the data is pre-defined at the time the connection is
established, processing time is minimized during runtime. UDP is connectionless
and makes no guarantee that data will get from one device to another;
however, UDP messages are smaller and can be processed more quickly than
explicit messages. As a result, EtherNet/IP uses UDP/IP to transport /0 messages
that typically contain time-critical control data. The CIP Connection mechanism
provides timeout mechanisms that can detect data delivery problems, a
capability that is essential for reliable control system performance.

8.9 Upper Layers: Objects, Services, and Application Data

8.9.1 EtherNet/IP services

The CIP application layer defines a set of application objects and device
profiles that define common interfaces and behaviors. In addition, CIP
communication services enable end-to-end communication between devices on
the different CIP networks. EtherNet/IP maps the CIP communication services to
Ethernet and TCP/IP, enabling multi-vendor interoperability between devices on
Ethernet as well as with the other CIP networks.
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8.9.2 Simplified EtherNet/IP Object Model Overview

Within the CIP application layer, devices are represented using an object model
(Figure 39). Application objects define how device data is represented and
accessed in a common way. Network-specific objects define how parameters
such as IP addresses are configured and EtherNet/IP specific functions.
Communication objects and services provide the means to establish
communication associations and access device data and services over the
network.

Figure 39 - EtherNet/IP Object Model

8.9.3 Exposing Application Data with CIP

Objects within a device are groups of related data and behavior associated with
this data. CIP requires certain objects to describe a device, how it functions,
communicates and its unique identity. The Identity Object (see on page 87), for
example, contains identity data values called attributes that are used to store
the identity information of a device. Attributes for the Identity Object include
the Vendor ID, Device Type, device serial number, and other identity data. CIP
does not specify how object data is implemented, rather, which data values or
attributes must be supported and made available to other CIP devices.

There are three types of objects defined by CIP:

* Required Objects must be included in all CIP devices. These objects
include the Identity Object (page 87), the Message Router Object (page
91), and network-specific objects such as TCP/IP Interface Object (page
115) and Ethernet Link Object (page 120) for EtherNet/IP protocol.

* Application Objects describe how data is encapsulated by a device.
These objects are specific to the Device Type and function. For example,
an input device would have an input object with attributes that describe
the value and fault status of a particular input point. See Position
Sensor Object (page 97).

* Vendor-specific Objects describe services that are specific to a
particular vendor; they are optional and not described in a predefined
Device Profile. They are not supported by Lika encoders.

Addressing data within a CIP device utilizes the same object-oriented view. A
class (of objects) is a set of objects that represent the same type of system
component (Figure 40). Sometimes it is necessary to have more than one 'copy’
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of an object, called object instances, within a device. This set of objects is
called an object class. Each instance of the object class will have the same set
of attributes, but will have a unique set of values. An object instance or an
object class has attributes, providing services and implementing behavior.

Network Node Address

Class/Object #2 Class/Object #1
#1 Digital Input 1
+{ #1 No. of Attributes
Instance #2 %2 Attribute list
#3 Value
Instance #1 #4 Status
#5 Off_On Delay
Attribute #2 #6 On_Off Delay
Attribute #1 #7 Off_On Cycles

Digital Input 2
#

Figure 40 - CIP Object-oriented view of application data

The following Object Modeling related terms are used when describing CIP
services and protocol.

Object - An abstract representation of a particular component within a
product.

Class - A set of objects that all represent the same kind of system
component. A class is a generalization of an object. All objects in a class
are identical in form and behavior, but may contain different attribute
values.

Instance - A specific and real (physical) occurrence of an object. For
example: New Zealand is an instance of the object class Country. The
terms Object, Instance, and Object Instance all refer to a specific
Instance.

Attribute - A description of an externally visible characteristic or
feature of an object. Typically, attributes provide status information or
govern the operation of an Object. For example: the ASCIl name of an
object; and the repetition rate of a cyclic object.

Instantiate - To create an instance of an object with all instance
attributes initialized to zero unless default values are specified in the
object definition.

Behavior - A specification of how an object acts. Actions result from
different events the object detects, such as receiving service requests,
detecting internal faults or elapsing timers.

Service - A function supported by an object and/or object class. CIP
defines a set of common services and provides for the definition of
Object Class and/or Vendor Specific services.

Communication Objects - A reference to the Object Classes that
manage and provide the runtime exchange of implicit (I/0) and explicit
messages.

Application Objects - A reference to multiple Object Classes that
implement product-specific features.
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Accessing data within a device using a non-time critical message (an explicit
message - see "8.9.4 Types of EtherNet/IP communications” section on page 82)
typically contains the following address information:

* Device network address

* ClassID

* Instance ID

e Attribute ID

» Service code (describing the action/service required)

The Class/Instance/Attribute ID form of addressing is also used in Electronic Data
Sheets (EDS) to identify configurable parameters within a device.

In addition to specifying how device data is represented, CIP also specifies
methods by which I/O data can be accessed, using triggers, such as cyclic or
change-of-state. Vendors can also describe how data from different objects can
be combined in an 1/0 or configuration message using the Assembly Object,
refer to the "8.12.3 Class 04h: Assembly Object” section on page 92.

8.9.4 Types of EtherNet/IP communications
EtherNet/IP defines two primary types of communications: explicit and
implicit.

CIP Message CIF? . Transport Communication .
Tvoe Communication Protocol Tvoe Typical Use Example
Yp Relationship yp
Exolicit Connected or TCP/IP Request/reply | Non time-critical cgrfgdtvyar’litgn
P Unconnected transactions information data 9
parameters
Real-time control
Implicit Connected UDP/IP I/O data transfers | Real-time |/O data data from a
remote 1/0 device

* Explicit Messaging in general has a request/reply (or Client/Server)
nature. This type of communication is used for non-real-time data,
normally for information. Explicit messages include a description of
their meaning (expressed explicitly), so the transmission is less efficient,
but very flexible. It may be used by an HMI to collect data, or by a device
programming tool. In CIP terms, with Explicit Messaging you request a
service of a particular object, e.g, a read or a write service. For
EtherNet/IP, Explicit Messaging uses TCP. Explicit Messaging can be done
with or without prior establishment of a CIP connection.

* Implicit Messaging is also often referred to as “I/0" and is time-
critical in nature. Typically this type of communication is used for real-
time data exchange, where speed and low latency are important.
Implicit messages include very little information about their meaning, so
the transmission is more efficient, but less flexible than explicit. The
interpretation of the transmitted data is fast. With Implicit Messaging
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you establish an association (a "CIP connection”) between two devices
and produce the Implicit Messages according to a predetermined trigger
mechanism, typically at a specified packet rate. The devices both know
and agree on the data formats they will use (i.e., the format is "implied").
For EtherNet/IP, Implicit Messaging uses UDP and can be multicast or
unicast.

Connections are established using the ForwardOpen Request service of the
Connection Manager Object, see the "8.12.4 Class 06h: Connection Manager
Object” section on page 96. The ForwardOpen Request contains all of the
connection p